
1 
 

 
 

NATIONAL OPEN UNIVERSITY OF NIGERIA 

  
  

  

FACULTY OF COMPUTING 

  

  

 

 DEPARTMENT OF CYBERSECURITY 

  

  

 

COURSE CODE: CYB 122 

  

  

  

  

COURSE TITLE: ETHICS AND PROFESSIONAL PRACTICE 

IN CYBERSECURITY 

  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



2 
 

 
Course Guide 
 

Introduction 

Welcome to CYB-122: Ethics and Professional Practice in Cybersecurity. CYB 
122 is a two-credit unit course that has a minimum duration of one semester. It is a 
compulsory course for graduate students in BSc Cybersecurity at the National Open 
University of Nigeria. The course guides you through the techniques and 
methodologies for effective malware analysis through static, dynamic, and behavioral 
approaches. 
 

Course Competencies 

 Understand Ethics in Cybersecurity 

 Understand Professional Practices in Cybersecurity 

 Apply Ethics and Professional Practice in Cybersecurity 
 

Course Objectives 

 Evaluate the Ethics in Cybersecurity  

 To apply Professional Practices in Cybersecurity 

 Evaluate Ethics and Professional Practice in Cybersecurity 
 

Working Through this Course 

To complete this course, read the study units, listen to the audio and videos, do all 
assessments, open the links and read, participate in discussion forums, read the 
recommended books and other materials provided, prepare your portfolios, and 
participate in the online facilitation.  
 
Each study unit has an introduction, intended learning outcomes, the main content, a 
conclusion, a summary, and references/further readings.  The introduction will tell you 
the expectations in the study unit.  Read and note the intended learning outcomes 
(ILOs).  The intended learning outcomes tell you what you should be able to do after 
each study unit.  So, you can evaluate your learning at the end of each unit to ensure 
you have achieved the intended learning outcomes. Knowledge is presented in texts, 
videos, and links arranged into modules and units to meet the intended learning 
outcomes.  Click on the links as directed, but where you are reading the text offline, 
you will have to copy and paste the link address into a browser.  You can download 
the audio and videos to view offline.  You can also print or download the texts and 
save them on your computer or external drive.  The conclusion gives you the theme 
of the knowledge you are taking away from the unit.  Unit summaries are presented in 
downloadable audio and videos. 
 
There are two main forms of assessments – the formative and the summative.  The 
formative assessments will help you monitor your learning.  This is presented as in-
text questions, discussion forums, and Self-Assessment Exercises.  
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The summative assessments would be used by the university to evaluate your 
academic performance.  This will be given as a Computer Base Test (CBT) which 
serves as a continuous assessment and final examination.  A minimum of three 
computer-based tests will be given with only one final examination at the end of the 
semester.  You are required to take all the computer-based tests and the final 
examination.  
 
There are 13 study units in this course divided into four modules.  The modules and 
units are presented as follows: 

Study Units 

Module 1: Fundamental Concept of Ethics and Cybersecurity  
Unit 1: Fundamental Concept of Ethics 
Unit 2: Application of ethics in cybersecurity professional practice 
Unit 3: Relationship Between Ethics and Cybersecurity (Relevant Case 

Studies) 
Unit 4: Cybersecurity Professionals Roles and Duties 

Module 2: Ethical Principles and Frameworks in Cybersecurity Profession  
Unit 1: Significance of Ethical Issues in Cybersecurity 
Unit 2: Introduction to Ethical Frameworks and Principles that Guide 

Cybersecurity Practice 
Unit 3: Application of Ethical Principles in Decision-making Involving 

Cybersecurity Issues 
Module 3: Ethics in Cybersecurity Professional Practice 

Unit 1:  Obligations of Cybersecurity Professionals Towards the Public 
Unit 2:  Upholding Ethical Considerations While Handling Incident Response 
Unit 3:  Vulnerability Disclosure and Data Storage  
Unit 4:  Ethical Challenges of the Use of Emerging Technologies 

Module 4: Ethics in Cybersecurity Research and Development 
Unit 1: Application of Professional Ethics in Cybersecurity Research and 

Development (R &D) 
Unit 2: Procedure for adhering to Ethical Guidelines while conducting 

Research in Cybersecurity 
 
 

References and Further Readings 

Manjikian, M. (2017). Cybersecurity ethics: an introduction. Routledge. 
 
Christen, M., Gordijn, B., & Loi, M. (2020). The ethics of cybersecurity (p. 384). 
Springer Nature. 
 
Dupont, B., & Whelan, C. (2021). Enhancing relationships between criminology 
and cybersecurity. Journal of criminology, 54(1), 76-92. 
 
Korngiebel, D. (2021, February 25). Digital healthcare disparities. Hastings Center 
Report. Retrieved June 1, 2022, from https://doi.org/10.1002/hast.1208. 
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 Ramirez, R. B., Yano, T., Shimaoka, M., & Magata, K. (2020). Knowledge-Base 

Practicality for Cybersecurity Research Ethics Evaluation. arXiv preprint 

arXiv:2011.02661. 

 

Loi, M., & Christen, M. (2020). Ethical frameworks for cybersecurity. The Ethics of 

Cybersecurity, 73-95. 

 

Hawamleh, A. M. A., Alorfi, A. S. M., Al-Gasawneh, J. A., & Al-Rawashdeh, G. (2020). 

Cyber security and ethical hacking: The importance of protecting user data. 

Solid State Technology, 63(5), 7894-7899. 

Macnish, K., & Van der Ham, J. (2020). Ethics in cybersecurity research and practice. 

Technology in society, 63, 101382. 

Stahl, B. C. (2021). Artificial intelligence for a better future: an ecosystem perspective 
on the ethics of AI and emerging digital technologies (p. 124). Springer Nature. 
 

 

Presentation Schedule 

The presentation schedule gives you the important dates for the completion of your 
computer-based tests, participation in forum discussions, and participation at 
facilitation. Remember, you are to submit all your assignments at the appropriate time. 
You should guard against delays and plagiarism in your work.  Plagiarism is a criminal 
offense in academics and is highly penalized. 
 

Assessment 

There are two main forms of assessments in this course that will be scored.  The 
Continuous Assessments and the final examination.  The continuous assessment shall 
be three-fold. There will be two Computer Based Assessments.  The computer-
based assessments will be given in accordance with the university academic 
calendar. The timing must be strictly adhered to. The Computer Based 
Assessments shall be scored a maximum of 10% each, while your participation in 
discussion forums and your portfolio presentation shall be scored a maximum of 10% 
if you meet 75% participation.  Therefore, the maximum score for continuous 
assessment shall be 30% which shall form part of the final grade.  
 
The final examination for CYB-122 will be maximum of two hours and it takes 70 
percent of the total course grade. The examination will consist of 70 multiple-choice 
questions that reflect cognitive reasoning.  
 
Note:  You will earn a 10% score if you meet a minimum of 75% participation in the 
course forum discussions and your portfolios otherwise you will lose the 10% in your 
total score.  You will be required to upload your portfolio using Google Docs.  What 
are you expected to do in your portfolio?  Your portfolio should be note or jottings you 
made on each study unit and activities.  This will include the time you spent on each 
unit or activity.   
 



5 
 

How to get the Most from the Course 

To get the most in this course, you need to have a personal laptop and internet facility.  
This will give you adequate opportunity to learn anywhere you are in the world.  Use 
the Intended Learning Outcomes (ILOs) to guide your self-study in the course.  At the 
end of every unit, examine yourself with the ILOs and see if you have achieved what 
you need to achieve.   
 
Carefully work through each unit and make your notes.  Join the online real time 
facilitation as scheduled.  Where you missed the scheduled online real time facilitation, 
go through the recorded facilitation session at your own free time.  Each real time 
facilitation session will be video recorded and posted on the platform.   
 
In addition to the real time facilitation, watch the video and audio recorded summary 
in each unit.  The video/audio summaries are directed to salient part in each unit.  You 
can assess the audio and videos by clicking on the links in the text or through the 
course page.   
 
Work through all self-assessment exercises.  Finally, obey the rules in the class. 
 

Facilitation 

You will receive online facilitation.  The facilitation is learner centred.  The mode of 
facilitation shall be asynchronous and synchronous. For the asynchronous facilitation, 
your facilitator will: 

 Present the theme for the week; 

 Direct and summarise forum discussions; 

 Coordinate activities in the platform; 

 Score and grade activities when need be; 

 Upload scores into the university recommended platform; 

 Support you to learn.  In this regard personal mails may be sent.   

 Send you videos and audio lectures; and podcast  
 
For the synchronous: 

 There will be eight hours of online real time contact in the course.  This will be 
through video conferencing in the Learning Management System.  The eight 
hours shall be of one-hour contact for eight times.  

 At the end of each one-hour video conferencing, the video will be uploaded for 
view at your pace. 

 The facilitator will concentrate on main themes that are must know in the 
course. 

 The facilitator is to present the online real time video facilitation time table at 
the beginning of the course. 

 The facilitator will take you through the course guide in the first lecture at the 
start date of facilitation 

 
Do not hesitate to contact your facilitator.  Contact your facilitator if you: 
 

 do not understand any part of the study units or the assignment. 

 have difficulty with the self-assessment exercises 
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 have a question or problem with an assignment or with your tutor’s comments 
on an assignment. 
 
Also, use the contact provided for technical support. 

 
Read all the comments and notes of your facilitator especially on your assignments, 
participate in the forums and discussions. This gives you opportunity to socialise with 
others in the programme. You can raise any problem encountered during your study. 
To gain the maximum benefit from course facilitation, prepare a list of questions before 
the discussion session. You will learn a lot from participating actively in the 
discussions.  
 
Finally, respond to the questionnaire.  This will help the university to know your areas 
of challenges and how to improve on them for the review of the course materials and 
lectures. 
 
 
 

Course Information   
Course Code : CYB 122  
Course Title: Ethics and Professional Practice in Cybersecurity  
Credit Unit: 2 
Course Status: Compulsory 
Course Blub: This course covers Ethics and Professioanl Practises in cybersecurity. 
The Ethical and legal frame works, risk, policies and professioanl best pracities in 
cybersecurity. 
Semester: Second 
Course Duration: 13 Weeks 
Required Hours for Study: 65 
 
 

Course Team 
Course Developer:  NOUNL 
Course Writer: Prof. Ismaila Idris 
Content Editor:  
Instructional Designer:  
Learning Technologists: 
Copy Editor 
 
 

Ice Breaker 
 
You are welcome to CYB 122 Ethics and Professional Practice in Cybersecurity, a 
two-unit course. Please upload your profile such as picture, workplace address, GSM 
number and other details on your wall. What are your expectations in this course? I 
am sure you are going to enjoy the course, please fasten your seat belt as you take 
off. Once again you are welcome. 
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Module 1: Fundamental Concept of Ethics 
and Cybersecurity  



8 
 

 

Module Introduction  

 
We introduce the fundamental concepts of ethics and cybersecurity and their 
significance within the realm of cyberspace. Additionally, we provide definitions for 
specific terms and elucidate various concepts through analysis of case studies, 
followed by explanations, aimed at offering readers a clearer understanding of the 
subject matter. 
 
Unit 1: Fundamental Concept of Ethics  
Unit 2: Application of Ethics in Cybersecurity Professional Practice 
Unit 3: Relationship Between Ethics and Cybersecurity  

(Relevant Case Studies) 
Unit 4: Cybersecurity Professionals Roles and Duties 
 
In each unit, we will explore a particular topic in detail and highlight self-assessment 
exercises at the end of the unit. Finally, we highlight resources for further reading at 
the end of each unit. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Unit 1:  Fundamental Concept of Ethics 

 
Contents 
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1.0 Introduction 
2.0 Intended Learning Outcomes (ILOs) 
3.0 Main Content 
 3.1 What is Ethics? 
  3.1.2 Definition of Ethics 

3.1.3 Key Aspects of Ethics 
 3.2 Source of Ethics and Values   
 3.3 The First Ethicists 
  3.3.1  Case Study: The Ethics of User-Centered Design 
  3.3.2   Case Study: Choosing Between Ethical Values 
 3.4 The Intersection of Ethics, Religion, and Law 
 3.5  Ethics, Law, and Society 
4.0 Self-Assessment Exercise(s) 
5.0 Conclusion 
6.0 Summary 
7.0   References/Further Readings 
 

1.0 Introduction 
 

Welcome to Unit 1 of our course on Ethics and Professional Practice in Cybersecurity. 
This unit will introduce the foundational concepts of ethics and their relevance to the 
field of cybersecurity. We will explore the origins of ethical thinking, examine influential 
early ethicists, and discuss the intersection of ethics with religion and law. Additionally, 
we will consider how these ethical principles apply to real-world scenarios through 
case studies. 
 

2.0 Intended Learning Outcomes (ILOs) 
At the end of this unit, you will be able to: 

 Define ethics and understand its importance in society and cybersecurity. 

 Identify various sources of ethical values. 

 Recognize the contributions of early ethicists to the development of ethical 
thought. 

 Apply ethical principles to practical scenarios, particularly in technology and 
cybersecurity. 

 Understand the relationship between ethics, religion, and law. 
 

3.0 Main Content  
 

3.1   What is Ethics? 
 

When the term "ethics" is mentioned, you might think of law enforcement, government 
corruption, lobbying, or character investigations, including issues of marital fidelity or 
susceptibility to bribes. Often, ethics is perceived as something relevant only to 
lawyers and public officials. However, what connection does ethics have with 
cybersecurity? While these examples pertain to current events and law enforcement, 
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ethics is a broad academic discipline with deep historical roots, extending far beyond 
the nightly news. 
 
Ethics is a branch of philosophy, an academic field focused on the fundamental nature 
of knowledge, reality, and existence. Within this field, ethics examines people's values 
and their origins. It also explores how these values differ across times and places, and 
how individuals and groups convert these values into actions. Philosophers consider 
values such as justice, equality, and human rights. 
 
An ethicist, or moral philosopher, tackles normative questions – those that go beyond 
what happened, how often, or the magnitude of a phenomenon. Instead, these 
questions focus on what humans should do in response to a phenomenon. For 
example, an ethicist studying income inequality would investigate whether people are 
less generous or community-minded than before, why this change occurred, and how 
to promote generosity. 
 
Both ethicists and economists may study income inequality, but their methods, 
assumptions, and questions differ significantly. Audi defines ethics as “the 
philosophical study of morality.” He explains that it involves asking questions like “what 
ends we ought, as fully rational human beings, to choose and pursue and what moral 
principles should govern our choices and pursuits”. 
 
In-Text Question: What is Ethics? 
 
Ethics is a branch of philosophy, an academic field focused on the fundamental nature 
of knowledge, reality, and existence. Within this field, ethics examines people's values 
and their origins. It also explores how these values differ across times and places, and 
how individuals and groups convert these values into actions. Philosophers consider 
values such as justice, equality, and human rights 
 

3.1.2. Definition of Ethics 
 
Ethics is the philosophical discipline concerned with what is morally good and bad 
and morally right and wrong. It deals with practical decision-making and explores 
questions like: 

 How should we live? 
 What is the basis for ethical judgments? 
 What are our obligations to others and the environment? 

 
 

3.1.3 Key Aspects of Ethics 
 
The key aspects of ethics include: 
Moral Principles: Ethics is based on well-founded standards of right and wrong. 
These principles guide human behavior, addressing rights, obligations, fairness, and 
virtues. 
Ultimate Value: It explores the nature of ultimate value, asking whether we should 
prioritize happiness, knowledge, virtue, or other goals. 
Global Concerns: Ethical questions span various domains, from personal honesty to 
global issues like war, poverty, and environmental impact. 
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In-Text Question: What are the key Aspects of Ethics? 
 
Answer: The key aspects of ethics are moral principles, ultimate value, and global 
concerns.  
 

3.2  Source of Ethics and Values 
 

Do humans possess an innate ability to discern right from wrong? Are there certain 
actions, like torture or infanticide, universally condemned across all cultures, and 
others universally respected? Are there fundamental values that all cultures and 
ethicists should recognize and pursue, which could serve as the foundation for ethical 
theories? 
 
 

1. Objectivist Perspective 
 
Philosophers known as objectivists view the goal of ethics as identifying the morally 
correct action. They believe it is possible to find solutions to ethical dilemmas through 
reasoning and ethical tools, asserting that ethical problems can be resolved and acted 
upon. 
 
One prominent objectivist, the 13th-century Christian theologian Thomas Aquinas, 
discussed natural law, suggesting that core values, such as the respect for all human 
life, are inherent in every person. He believed these "laws" were placed within 
individuals by a creator. Similarly, Divine Command theory posits that an objective set 
of ethical standards exists, provided by a divine being and that ethical behavior 
involves adhering to these standards as a duty. 
 
Objectivism is not limited to religious perspectives. Ancient Greek philosopher Plato's 
Theory of Forms suggests that we hold ideal concepts in our minds, against which we 
compare real experiences. For instance, we compare something to an ideal standard 
of beauty to determine its attractiveness. Plato argued that because we can envision 
ideals like beauty or happiness, there must be universal values that could serve as the 
basis for universal ethical principles. 
 

2. Relativist Perspective 
 
Not all ethicists subscribe to objectivism. Moral relativists believe there is no absolute 
right or wrong. They argue that moral judgments depend on individual perceptions, 
which vary from person to person. A moral relativist might challenge Plato by 
suggesting that beauty standards differ across cultures. Some relativists argue that 
ethical behaviour is shaped by social conventions, which vary from society to society. 
For example, less than 500 years ago, many people considered slavery socially 
acceptable, even though it was objectively wrong. 
 
In the context of cybersecurity ethics, some analysts adopt a moral relativist viewpoint 
to explain cultural differences in concepts like intellectual property. Chang (2012) 
notes that Asian cultures, which value collectivism and group progress, might view 
information sharing as a positive activity, whereas Western cultures, which value 
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individualism and fairness, might see it as theft. Chang warns that imposing an 
international code against information sharing could be seen as foreign and hard to 
enforce in Asian and developing nations. 
 

3. Ethical Values Over Time 
 
Ethicists also debate whether ethical values change over time. Moral relativists argue 
that technological advancements can shift ethical values. For example, the 
widespread sharing on social media today suggests that people may not value privacy 
as much as in the past. Conversely, objectivists believe that ethical decisions are 
based on stable core values, regardless of changing environments (Calman, 2004). 
 
Consider the evolution of the doctor-patient relationship as an example. Historically, 
doctors held a paternalistic role, informing patients of their diagnosis, prognosis, and 
treatment. Today, patients often come to appointments informed about their condition 
from online research. A relativist might see this shift as the emergence of a more 
cooperative medical ethics model. However, an objectivist would argue that the core 
value of caring for and respecting patients remains constant, indicating that ethics 
have not changed, even if the environment has evolved.  
 
 

3.3   The First Ethicists 
 

Plato (428–348 BC) was among the first to explore the virtues and values that people 
should cultivate in their lives. While Plato is a prominent Western philosopher, ethical 
thinking has always been a global endeavour. 
 
In China, Confucius, a scholar who lived around 500 BC, is foundational to ethical 
thinking. Chang (2012) identifies loyalty, duty, and respect for community ties as 
central values in Chinese culture. African ethical thinking is rooted in tribal values like 
Ubuntu, which emphasizes harmony within society and groups (Chasi, 2014). All 
cultures engage with questions about justice, equity, conflict, and cohesion, but they 
may provide different answers. 
 
Ethics encompasses two main ideas: rules for behavior and action, and rules for how 
one should regard the world, oneself, and others. Thus, ethics includes both action-
guiding principles and statements about attitudes, values, and necessities. 
 
In-Text Question: Who was the first Ethicist? 
 
Answer: The first ethicist was Plato (428–348 BC), he the first to explore the virtues 
and values that people should cultivate in their lives 
 

3.3.1  Case Study: The Ethics of User-Centered Design 
 
User-centered design focuses on the needs and experiences of a product's users. 
Instead of developing a product first and considering user interaction later, engineers 
integrate user experience and needs at every design stage. This approach aims to 
create a product that works well for users from the start. 
 



13 
 

Ethics of User-Centered Design 
 
User-centered design is grounded in the ethical principle of empathy, as designers 
strive to understand and address the perspectives of diverse users, including 
technology-phobic individuals, older adults, those with disabilities, and people in 
specific situations, such as calling for help after an accident. 
 
Respect is another key ethical principle. Designers seek feedback from prospective 
users throughout the design process, respecting users' time and insights. They 
assume that difficulties in using technology are not due to user incompetence but 
rather design flaws. Users are seen as valuable sources of feedback, offering insights 
into the contexts in which a product is used and the steps needed to solve problems. 
 
Combatting Disparate Impact 
 
User-centered design aims to identify and address the needs of marginalized or 
excluded groups. For example, Korngiebel (2021) highlights that elderly individuals, 
who often visit healthcare facilities and interact online with healthcare professionals, 
may lack up-to-date technical skills and have impairments that make technology use 
difficult. Therefore, developers should test platforms, such as those for accessing 
medical test results, with elderly users to ensure usability and accessibility. This 
example demonstrates that ethical principles apply to everyday situations encountered 
by developers and engineers. 
 

3.3.2   Case Study: Choosing Between Ethical Values 
 
Cybersecurity software and data engineers often face problems with no perfect ethical 
solution. Multiple competing ethical goals may need to be balanced in decision-
making, sometimes requiring the sacrifice of one value to meet another. 
 
Christensen et al. (2021) present a scenario involving an elderly patient needing a 
medical operation to implant complex, computer-assisted technology to monitor and 
adjust their heart rate or dispense insulin. The most secure solution might require 
repeated operations to upgrade and monitor the technology, prioritizing security over 
patient comfort. Alternatively, less secure devices might spare the patient from 
frequent operations but offer lower security. This scenario illustrates the tension 
between securing data and ensuring patient comfort and healing. 
 
Ethical solutions can also impact different user groups in various ways. For example, 
women, who are more likely to be stalked, might have different concerns about in-
home security solutions compared to men. Women's concerns about bodily autonomy 
and privacy might lead them to oppose security cameras, while men might prioritize 
home and possession security. 
 
Previous life experiences also influence individuals' comfort with sharing private 
information. People with different risk orientations may have varying willingness to 
trade individual autonomy for societal security. For instance, individuals who have 
lived under repressive regimes might prioritize autonomy and privacy more than those 
without such experiences. 
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Consider the development of Facebook by Mark Zuckerberg, initially aimed at 
expanding his dating options. Could he have anticipated that governments might use 
the platform to collect user data for targeted advertisements during elections? If 
Zuckerberg had prioritized information security from the outset, Facebook might have 
evolved differently. Today, Meta emphasizes user privacy and implements new 
protocols to govern data access. This example shows how an organization's ethical 
priorities can evolve and how technology must adapt to new ethical considerations. 
 

3.4  The Intersection of Ethics, Religion, and Law 
 

Ethical considerations often intersect with religious and legal principles, shaping 
standards of behavior and accountability. While religious individuals may be 
accountable to their god, non-religious individuals often answer to society. Various 
ethical frameworks can be linked to major religions like Buddhism, Confucianism, 
Judaism, Islam, and Christianity, as well as to community values and professional 
standards. 
 
Ethical Perspectives in Different Contexts 
 

1. Environmental Ethics: Deep ecology advocates for the rights of all living beings, 
including animals and trees, as equal to those of humans. 

2. International Development: Care ethics emphasizes the responsibilities that 
individuals or states may have toward others, promoting justice and equity, 
particularly between wealthy and poorer nations. 

3. Military Ethics: Military values such as duty, honor, and country inform the 
ethical considerations of military members. 

 
Professional codes of ethics, such as those from ACM and IEEE, outline moral values 
and emphasize accountability to the public in information technology professions. 
 

3.5   Ethics, Law, and Society 
 

Ethics and the Law 
 
While laws provide clear guidelines for behavior, ethical considerations often precede 
or influence the creation of laws. Societal codes of law historically have been based 
on foundational ethical principles regarding moral actions, obligations to others, and 
the regulation of societal behavior. This relationship between ethics and law is 
reflected in current debates surrounding the development of ethical norms in 
cyberspace. 
 
Ethics and Civil Disobedience 
 
Throughout history, individuals and groups have challenged unjust or unethical laws, 
prioritizing moral standards over legal requirements. Figures like Mahatma Gandhi and 
Martin Luther King Jr. exemplify this approach, advocating for change through ethical 
means despite legal constraints. 
 
In the realm of cybersecurity, activists engaging in activities like Distributed Denial of 
Service (DDoS) attacks often perceive their actions as forms of civil disobedience 
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against unjust laws or decisions. For instance, the group Anonymous took down 
Russian government websites during the 2022 invasion of Ukraine, supporting 
Ukraine's defense efforts. While their actions were illegal and ethically questionable, 
some viewed them as justified by the greater good, highlighting the complex interplay 
between ethics, law, and societal norms. 
 
Cybersecurity practitioners must navigate these ethical complexities, requiring the 
ability to think critically and ethically in their decision-making. 

 

 Discussion 
After reading unit 1 from module 1 of this course material, can you describe ethics, 
define it and the key concepts of ethics. In discussing ethics, it is necessary to include 
cybersecurity, it is crucial to include the Intersection of ethics, religion, and law.  

 

  4.0 Self-Assessment Exercise(s) 
1. Define ethics and explain its importance in cybersecurity. 

 
Answer: 
Ethics refers to the principles that govern behavior, determining what is right and 
wrong. In cybersecurity, ethics is crucial as it guides professionals in making decisions 
that protect user privacy, ensure data security, and maintain trust. Ethical 
considerations help prevent harm, promote fairness, and ensure responsible use of 
technology. Ethical guidelines also aid in navigating complex situations where legal 
directives may not provide clear answers. 
 

2. Professional codes of ethics, like those from ACM and IEEE, emphasize 
accountability to the _______. in information technology professions? 
 

Answer: public 
3. User-centered design is based on the ethical principle of empathy and respect. 

 
True or False 
 

Answer: True. User-centered design focuses on understanding and respecting the 
user's needs and experiences. 
 

4. Environmental ethics within the deep ecology movement advocate for the rights 
of animals and living creatures as equal to humans. 
 
True or False 
 

Answer: True. Deep ecology promotes the idea that all living beings have intrinsic 
value. 

5. Discuss the contributions of Plato to ethical thought. 
 
Answer: 
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Plato was one of the first Western philosophers to explore ethical questions, asking 
what virtues people should cultivate in their lives. His dialogues, such as "The 
Republic," discuss justice, the ideal state, and the nature of good. Plato's emphasis 
on virtues and moral character laid the groundwork for later ethical thought, influencing 
both philosophical and practical approaches to ethics. 
 
 

  5.0 Conclusion 
This unit has provided an introduction to the fundamental concepts of ethics, their 
origins, and their application in cybersecurity. Understanding the relationship between 
ethics, religion, and law is crucial for making informed and ethical decisions in 
technology and beyond.  
 

6.0  Summary 

 Ethics guide behavior and attitudes towards others and the world. 

 Sources of ethical values include religion, culture, professional codes, and 
philosophy. 

 Early ethicists like Plato laid the groundwork for modern ethical thought. 

 User-centred design and ethical dilemmas illustrate the practical application of 
ethical principles. 

 Ethics and law often intersect, influencing societal standards and behaviour. 
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Unit 2: Application of Ethics in Cybersecurity Professional Practice 
 
Contents 
1.0 Introduction 
2.0 Intended Learning Outcomes (ILOs) 
3.0 Main Content 
 3.1 What is Cyberspace? 
 3.2 What is Cybersecurity? 
 3.3 Ethics in the Cyberspace 
 3.4 Ethics, Law, And Policy  
 3.5  Privacy and Security 

3.6 Application of Cyber Ethics in Cybersecurity Professional practise 
4.0 Self-Assessment Exercise(s) 
5.0 Conclusion 
6.0 Summary 
8.0   References/Further Readings 
 

1.0 Introduction 
 

With the invention of the internet and making it accessible to the public in 1990, a new 
type of communication has emerged. This led to create what we call today as a public 
cyberspace that relies on the Internet, which is a global and decentralized computer 
network system. Due to its nature, Cyberspace is considered as an international and 
virtual space where different users may be affected. 
 

2.0 Intended Learning Outcomes (ILOs) 
At the end of this unit, you will be able to: 

 Describe Cyberspace and Cyberethics. 

 Describe Cyebrsecutiy 

 Discuss the Pillars of Cyber security 

 Understand Ethics in the Cyberspace 

 Differentiate between Ethics, Law and Policy 
 Explain the concept of Privacy and security 

3.0 Main Content  
 
  3.1 What is Cyberspace? 
Cyberspace is an interconnected digital environment. It is a type of virtual world 
popularized with the rise of the Internet. The term is commonly defined as standing for 
the global network of interdependent information technology infrastructures, 
telecommunications networks, and computer processing systems. Others consider 
cyberspace to be just a notional environment in which communication over computer 
networks occurs. The word became popular in the 1990s when the use of the Internet, 
networking, and digital communication were all growing dramatically; the term 
cyberspace was able to represent the many new ideas and phenomena that were 
emerging. 



18 
 

As a social experience, individuals can interact, exchange ideas, share information, 
provide social support, conduct business, direct actions, create artistic media, play 
games, engage in political discussion, and so on, using this global network. 
Cyberspace users are sometimes referred to as cybernauts. 
 

 
In-Text Question: What is the Cyberspace? 
 
The National Institute of Standards and Technology (NIST) defines cyberspace as the 
interconnection and association of networks of information technology (IT) 
infrastructures. The infrastructure comprises computer systems, the internet, 
telecommunications networks, and embedded processors and controllers in critical 
industries.  
In 1982, a science fiction writer by the name of William Gibson coined the term 
‘Cyberspace’. Cyberspace may be defined as the national environment in which 
communication over computer networks occurs. It is a computer network that 
integrates and incorporates a worldwide network of computer networks. These 
networks use the TCP/IP (transmission control protocol/internet protocol) network 
protocols for facilitating data transmission and exchange. 
.  

3.2  What is Cybersecurity? 
Cybersecurity’ refers to policies, processes, and practices undertaken to protect data, 
networks, and systems from unauthorized access. Cybersecurity is used in 
subnational, national, and transnational contexts to capture an increasingly diverse 
array of threats. Increasingly, cybercrimes are presented as threats to cybersecurity, 
which explains why national security institutions are gradually becoming involved in 
cybercrime control and prevention activities 
 
These components of cybersecurity may incorporate within themselves some 
information, and to secure these components and the data within them, it is mandatory 
to ensure their availability, integrity, authentication, confidentiality, and nonrepudiation 
which are the pillars of cybersecurity. Figure 3.2 describes the pillars of cybersecurity 
that are essential for securing cyberspace. They are as follows: 

 
Figure 3.2: Pillars of Cybersecurity (Source: riyadarshini, 2022) 
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1. Confidentiality: This pillar ensures that sensitive information remains accessible 
only to authorized individuals or systems. To achieve confidentiality, encryption, 
access controls, and data classification play crucial roles. Confidentiality must be 
considered in terms of the data, not just in terms of access or permissions. Only those 
who are authorized can access the data, the devices, or the processes that contain 
the data.  Prioritizing information confidentiality helps companies defend themselves 
from having their ideas stolen while protecting their customers from the exploitation of 
their personal information. 
 
2. Integrity: Maintaining the integrity of data is vital to prevent unauthorized tampering 
or modification. Techniques such as hashing and digital signatures help verify data 
integrity. 
 
3. Availability: Availability ensures that information and systems are accessible when 
needed, without disruptions. DDoS (Distributed Denial of Service) attacks are a 
common threat to availability, and countermeasures involve redundancy and load 
balancing. Without easy data access, the system’s users are limited in their ability to 
access important information or perform critical tasks. For instance, if a cybercriminal 
renders an automated car’s operation system inoperable, the car could cause an 
accident. 
 
4. Authentication: It refers to the process of ensuring and confirming the identity of a 
user.  Common authentication methods include a username and password 
combination, and biometric logins, such as fingerprint scanning recognition. When 
these authentication systems are compromised, data can be stolen, and information 
services can be impaired. A high-profile example of an authentication attack occurred 
in 2011, when hackers managed to use a combination of phishing techniques and 
malware to take control of a computer being operated by an employee of RSA, a large 
security company. 
 

5. Non‑Repudiation: It can be used to ensure that a party involved in a 
communication cannot deny the authenticity of their signature on a document or the 
sending of a message that they originated. When individuals send information through  
Non repudiation can be achieved by implementing digital signature, audit trails, 
authentication, hash functions digital certificates etc. 
 

3.3  Ethics in the Cyberspace 
Cyber ethics may be defined as the code of responsible behaviour over cyberspace. 
Laws are the outcomes of ethics. Ethics are principles that are responsible for guiding 
a person or society. They are created to decide what is good or bad, and what is right 
or wrong in a given situation. It is used for regulating a person’s conduct and also 
assists individuals in living better lives by considering basic moral rules and guidelines. 
 
Cyber ethics is also referred to as a branch of applied ethics that explores the issues 
related to computer/information and communication technologies morally, legally, and 
socially. Sometimes it is also mentioned as Internet ethics, computer ethics, and 
information ethics. 
In general, cyber-ethics encourage the use of appropriate ethical behaviour and   
acknowledge rights and responsibilities that are associated with online   environments 
and digital media.  
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3.4  Ethics, Law, And Policy 

As mentioned before, laws are the outcomes of ethics. While cyber ethics is concerned 
with providing foundations for ethical behavior in cyberspace, thereby reflecting the 
ethical standards of human civilization, Cyber law, on the other hand, as a discipline, 
deals with legislations that are passed in different countries. 
Cyber ethics only stipulates moral values but until ethical standards concerning ethical 
behavior in cyberspace are sufficiently backed by appropriate legal provisions and 
sanctions, they rarely get complete enforceability. 
Cyber Security Policy is a formal set of rules and must be followed by people who are 
given access to company technology and information assets. 
 

In-Text Question: What is the relationship between Ethics, Law, and 
Policy in Cyberspace? 

 
There is an interconnection between Ethics, Law, and Policy in Cyberspace. While 
Ethics account for the code of conduct and responsible behavior that should be 
followed in cyberspace, Cyber laws are legislations that focus on the acceptable 
behavioral use of technology in cyberspace and must be followed. Policies are made 
to achieve some goals and are therefore usually followed 
 
 

3.5  Privacy And Security 
Privacy compares to any rights one has to control personal information and how it is 
used. Security, on the other hand, considers how personal information is protected. 
Privacy and Security often overlap in the real world; however, they are not the same, 
and knowing how they differ may assist further protection. 
Privacy is concerned with the collection and use of data about individuals. Privacy is 
an ethical concern. Privacy breaches disrupt trust and initiate the risk of losing security. 
It disrespects the code of conduct and violates ethical principles. 
 
 

In-Text Question: What is Privacy? 
 
Privacy deals with an individual’s right to own the data that is originally triggered by 
his or her life and activities, and for restricting the outward f low of that data. personally 
identifiable information (PII), personal health information (PHI), Personal Financial 
Information (PFI), etc., are some private information related to a person. 
 

In-Text Question: What is Security? 
 
Security is essentially about protection against the unauthorized access of data. It is 
specifically conducted by deploying security controls to limit who can access the 
information. Security is primarily concerned with the protection of data while stored, in 
transit, and during processing, and the related informational assets like servers and 
mobile devices. 
 
 

3.6  Application Of Cyber Ethics in Cybersecurity Professional 
Practise 
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Here are some situations where the application of cyber ethics is essential in 
professional practice:  

 
3.6.1 Privacy Protection 

As more personal information is stored and shared online, individuals' privacy 
becomes increasingly vulnerable. Cyber ethics addresses issues such as data 
breaches, unauthorized surveillance, and the responsible handling of personal 
information by individuals, organizations, and governments. 
 

3.6.2 Prevention of Cybercrime 
Adhering to cyber ethics helps deter and mitigate cybercrime. By promoting 
responsible behavior online, such as refraining from hacking, identity theft, or 
spreading malicious software, individuals contribute to a safer and more secure digital 
environment for everyone. 
 

3.6.3 Promotion of Trust and Credibility 
Ethical behavior fosters trust among users, organizations, and institutions operating in 
cyberspace. When individuals and entities conduct themselves ethically, it enhances 
their credibility and reputation, encouraging others to engage in positive interactions 
and transactions online. 
 

3.6.4 Protection from Cyberbullying 
Ethical considerations in online behavior encompass issues such as cyberbullying, 
harassment, hate speech, and trolling. Cyber ethics promotes respectful and 
responsible online communication, advocating for the protection of individuals from 
online abuse and fostering a positive online environment. 
 

3.6.5 Ensuring Digital Well-being 
Cyber ethics considers the well-being and safety of individuals in digital environments. 
It encourages responsible use of technology, awareness of online risks and threats, 
and actions to mitigate potential harms such as cyberbullying, online harassment, and 
exposure to harmful content. 
 

3.6.6 Responsible Use of Technology  
With the rapid advancement of technology, cyber ethics emphasizes the responsible 
development, deployment, and use of technological innovations. It encourages 
stakeholders to consider the potential societal impacts of their technological creations 
and to prioritize ethical considerations in design, implementation, and use. 
 

3.6.7 Internet Governance 
Ethical considerations in internet governance revolve around questions of freedom of 
expression, censorship, net neutrality, and the regulation of online content. Cyber 
ethics advocates for policies that balance the interests of various stakeholders while 
upholding fundamental rights and values in cyberspace. 
 

3.6.8 Digital Literacy and Education 
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Cyber ethics also encompasses efforts to promote digital literacy and responsible use 
of technology among individuals of all ages. This includes educating users about 
online safety, critical thinking skills, and ethical considerations in digital environments. 
 

 
In-Text Question: What does cyber security professional apply ethics in the 
context of privacy protection? 
 

 Cybersecurity professional applies ethics in the context of privacy protection by  
Adhering to cyber ethics, they help deter and mitigate cybercrime by promoting 
responsible behavior online, such as refraining from hacking, identity theft, or 
spreading malicious software. 

 

 Discussion 
After reading unit 1 from module 1 of this course material, can you describe the 
Cyberspace, and cyber security with its pillars. In discussing cybersecurity, it is crucial 
to include the CIA Triad, then include Authentication and Non-repudiation. 

 

  4.0 Self-Assessment Exercise(s) 
1. Describe the Cyber Space  

Answer 
 
The Cyberspace is an interconnected digital environment. It is a type of virtual world 
popularized with the rise of the Internet. The term entered popular culture from science 
fiction and the arts but is now used by technology strategists, security professionals, 
governments, military and industry leaders and entrepreneurs to describe the domain 
of the global technology environment, commonly defined as standing for the global 
network of interdependent information technology infrastructures, telecommunications 
networks and computer processing systems. 
 

2. What is Cyber Security? 
Answer 
Cybersecurity’ refers to policies, processes and practices undertaken to protect data, 
networks and systems from unauthorized access. 
 
 

3. What are the pillars of cybersecurity? 
 
Answer 

The Pillars of cybersecurity are: confidentiality, integrity, availability, 
authentication, and nonrepudiation. 
 

4. Define Cyber ethics 
 

Answer:  
Cyber ethics may be defined as the code of responsible behavior over cyberspace.  
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Laws are the outcomes of ethics. Ethics are principles that are responsible for guiding  
a person or society. 

5. What is the relationship between Ethics, Law, and Policy in the Cyberspace? 
 

Answer 
There is an interconnection between Ethics, Law, and Policy in the Cyberspace. While 
Ethics account for code of conduct and responsible behavior that should be followed 
in cyberspace, Cyber laws are legislations that focus on the acceptable behavioral use 
of technology in cyberspace and must be followed. Policies are made to achieve some 
goals and are therefore usually followed 
 

6. Confidentiality ensures that data is only accessible to authorized parties. True 
or False? 

 
Answer: True 
Confidentiality in cybersecurity ensures that sensitive information is only accessed 
by those who have the necessary authorization 
 

7. Confidentiality is only relevant for personal data and not for corporate or 
government information.? 

 
Answer: False 
Confidentiality is essential for protecting all types of sensitive information, including 
personal, corporate, and government data. 

8. List three (3) private information related to a person. 
 
Answer: 

i. personally identifiable information (PII),  
ii. personal health information (PHI),  
iii. Personal Financial Information (PFI)     

 

  5.0 Conclusion 
You have learnt from this unit that the cyberspace is the interconnection and 
association of networks of information technology (IT) infrastructures. Cybersecurity’ 
refers to policies, processes, and practices undertaken to protect data, networks, and 
systems from unauthorized access. Cyber ethics may be defined as the code of 
responsible behavior in cyberspace. Therefore, it is important to understand how to 
the security and privacy of users in cyberspace.  
 

6.0  Summary 
At the end of this unit, you have learned the definition of cyberspace and cybersecurity, 
the pillars of cyber security, the meaning of ethics, law and Policy, and ethics in 
cyberspace, privacy, and security. 
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1.0 Introduction 
 
This unit discusses the relationship between ethics and cybersecurity. We'll explore 
real-world case studies; you'll analyze ethical dilemmas faced by cybersecurity 
professionals and gain the skills to navigate these complexities. We will explore the 
evolving cybersecurity landscape, identify emerging threats, and understand the 
impact of ethical decision-making on our increasingly connected world. 
 

2.0 Intended Learning Outcomes (ILOs) 
At the end of this unit, you will be able to: 

• Explain the Importance of Ethics in Cybersecurity. 
• Evaluate Ethical Dilemmas in Cybersecurity with relevant case studies 
• Implement Ethical Practices in Penetration Testing. 
• Assess Ethical Implications of Emerging Technologies in Cybersecurity. 

 
 

3.0 Main Content  
 

3.1 The Intersection of Ethics and Cybersecurity 
Ethics refers to the moral principles that guide our behavior and decision-
making. 

 
Cybersecurity refers to the practice of protecting systems, networks, and data 
from a variety of threats. These threats can be intentional (e.g., hacking attacks) 
or unintentional (e.g., human error). 
 
The intersection of ethics and cybersecurity lies at the core of responsible 
decision-making in the digital age. 
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Importance of Ethics in Cybersecurity 
i. Trust: Ethical practices in cybersecurity build and maintain trust between users 

and organizations. Trust is a critical component in the digital age where users 

rely on organizations to protect their personal and sensitive information. 

Example: When a company transparently discloses a data breach and takes 

responsibility for it, users are more likely to continue trusting the company 

compared to a scenario where the breach is hidden. 

ii. Responsibility: Cybersecurity professionals have a responsibility to protect 

data and systems from threats. This responsibility includes ensuring that ethical 

considerations are part of decision-making processes. 

Example: A cybersecurity professional must weigh the implications of a 

security measure that could infringe on user privacy and find a balance that 

protects both security and privacy. 

iii. Legal Compliance: Adhering to ethical standards helps ensure compliance 

with laws and regulations designed to protect data and privacy. 

Example: Regulations like the General Data Protection Regulation (GDPR) in 

Europe mandate strict adherence to ethical data handling practices to protect 

user privacy. 

 
In-Text Question: What responsibility do cybersecurity professionals have? 
 
Cybersecurity professionals have the responsibility to protect data and systems 
from threats. This includes ensuring that ethical considerations are part of their 
decision-making processes to balance security and user privacy. 
 
In-Text Question: Can you provide an example of how ethical practices build 
trust? 
 
When a company transparently discloses a data breach and takes responsibility 
for it, users are more likely to continue trusting the company compared to a 
scenario where the breach is hidden. This transparency demonstrates the 
company’s commitment to ethical behavior and user protection. 
 

 
3.2 Ethical Dilemmas in Cybersecurity 
The world of cybersecurity isn't always black and white. Ethical dilemmas arise when 
seemingly valid options conflict, requiring careful consideration of both technical 
implications and moral principles. Here, we'll delve into two of the most common 
ethical dilemmas faced by cybersecurity professionals: 
 

1. Privacy vs. Security: 
Imagine a scenario where implementing stronger encryption on user data 
becomes a double-edged sword. While robust encryption enhances security by 
making data unreadable for unauthorized access, it can also hinder law 
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enforcement investigations in cases of cybercrime. This creates a tension 
between protecting user privacy and ensuring public safety. 
 

Ethical Considerations: 

 Right to Privacy: Individuals have a fundamental right to privacy, 

and strong encryption safeguards that right. 

 National Security: Unencrypted data can provide valuable 

evidence for law enforcement in criminal investigations. 

 Finding the Balance: Can we implement effective security 

measures that respect user privacy? 

2. Hacking vs. Vulnerability Research: 
White-hat hackers, also known as ethical hackers, uncover critical security 
vulnerabilities in widely used software. They face an ethical dilemma: disclose 
the vulnerability publicly and risk causing widespread disruption or notify the 
software company privately, potentially leaving the flaw unaddressed and users 
vulnerable for longer. 

 
Case Study 1: The Ethical Maze of "Wannacry" 

Scenario: 
In 2017, the world was hit by a massive ransomware attack known as 
WannaCry. This ransomware encrypted user files on infected computers, 
demanding a ransom payment in Bitcoin to unlock them. The attack crippled 
hospitals, businesses, and government agencies worldwide, causing significant 
disruption and financial losses. 
 

Ethical Dilemmas: 
• Paying the Ransom: Some organizations, desperate to regain access 

to critical data, opted to pay the ransom. This decision raised ethical 

concerns: 

• Does paying the ransom encourage future cyberattacks? 

• Does it reward the criminals responsible for the attack? 

• Government Intervention: Governments grappled with how to respond 

to the attack. Key questions included: 

• Should governments develop offensive cyber capabilities to deter 

future attacks? 

• How can international cooperation be strengthened to combat 

cybercrime? 

 
 

3.3 Ethical Hacking 
Ethical hacking, also known as penetration testing or white hat hacking, 
involves identifying and addressing security vulnerabilities in systems, 
networks, and applications lawfully and ethically. It is an essential practice in 
cybersecurity to preemptively detect and mitigate threats. Here, we explore the 
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nuances of ethical hacking, compare white-hat and black-hat hacking, and 
discuss ethical considerations in penetration testing. 
 
1. White Hat Hacking vs. Black Hat Hacking 

• White Hat Hacking: 

• Definition: White-hat hackers are cybersecurity professionals who 

use their skills to improve security by identifying and fixing 

vulnerabilities. They work with permission from the system owners 

and adhere to ethical and legal standards. 

• Objectives: Their goal is to protect systems from malicious attacks, 

improve security measures, and ensure compliance with security 

standards and regulations. 

• Examples: Conducting vulnerability assessments, performing 

penetration tests, and participating in bug bounty programs. 

• Black Hat Hacking: 

• Definition: Black-hat hackers exploit security vulnerabilities for 

malicious purposes, such as stealing data, disrupting services, or 

causing damage. They operate without authorization and violate 

ethical and legal standards. 

• Objectives: Their activities are driven by personal gain, financial 

profit, or political motives, often causing harm to individuals and 

organizations. 

• Examples: Launching ransomware attacks, conducting data 

breaches, and deploying malware. 

2. Ethical Considerations in Penetration Testing 
• Informed Consent: 

• Definition: Ethical hackers must obtain explicit permission from the 

system owner before conducting any penetration tests. This ensures 

that all parties are aware of and agree to the testing activities. 

• Importance: Informed consent protects both the ethical hacker and 

the organization from legal repercussions and ensures that the 

testing is conducted within agreed-upon boundaries. 

• Example: Signing a penetration testing agreement that outlines the 

scope, objectives, and limitations of the testing. 

• Scope and Limitations: 

• Definition: Clearly define the scope and limitations of a penetration 

test to avoid unintended disruptions and ensure focused and effective 

testing. 
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• Importance: Setting boundaries prevents overstepping ethical and 

legal limits and ensures that the testing targets relevant and agreed-

upon areas. 

• Example: Specifying that the test will focus on web applications and 

exclude production servers. 

• Non-Disclosure and Confidentiality: 

• Definition: Ethical hackers must maintain confidentiality regarding 

the vulnerabilities they discover and the results of their tests. 

• Importance: Protecting sensitive information and maintaining trust 

between the ethical hacker and the organization. 

• Example: Signing a non-disclosure agreement (NDA) that restricts 

the sharing of test results with unauthorized parties. 

 
3.4 Case Studies in Ethical and Unethical Cybersecurity Decisions 
Case Study 1: Responding to a Ransomware Attack - The Petya Dilemma 
In 2017, a new wave of ransomware known as Petya (or NotPetya) swept 
across the globe. This attack targeted critical infrastructure, causing 
widespread disruption and billions of dollars in damages. Unlike typical 
ransomware that encrypts user data for ransom, Petya went a step further, 
overwriting hard drives and potentially causing permanent data loss. 
 
Ethical Dilemmas for Hospitals: 
Hospitals were particularly vulnerable to Petya attacks. Imagine a scenario 
where a hospital is infected with Petya ransomware, jeopardizing patient data 
and potentially impacting life-saving treatments. Here's the ethical dilemma: 
 

• Paying the Ransom: Desperate to regain access to critical patient data 

and systems, should the hospital pay the ransom to the attackers? 

• Refusing to Pay: By not paying, the hospital risks permanent data loss 

and disruption of critical services. Additionally, paying could incentivize 

future attacks. 

Ethical Considerations: 
• Patient Care: The primary concern is ensuring patient safety and well-

being. How can the hospital restore access to critical medical data and 

systems with minimal disruption to care? 

• Financial Considerations: Paying a ransom can be financially 

burdensome and encourages criminal activity. Is there an ethical 

obligation to avoid rewarding cybercriminals? 

• Transparency and Communication: How should the hospital 

communicate the attack to patients, staff, and the public? 

 
• the hospital communicates the attack to patients, staff, and the public? 



30 
 

 
In-Text Question: Analyze the Petya Ransomware Attack, What are the ethical 
implications of refusing to pay the ransom, knowing it could lead to permanent 
data loss and disruption of critical services? 
 
Answer: Refusing to pay the ransom aligns with the ethical stance of not 
supporting criminal activities. However, this decision must be weighed against 
the potential harm to patients due to disrupted services and lost data. The 
hospital must prioritize patient care and safety, which may involve implementing 
robust data recovery plans and ensuring that critical services can continue to 
operate even in the face of such attacks. 

 
Case Study2: The Edward Snowden Leaks and Unethical Data Collection 
Scenario: 
In 2013, Edward Snowden, a former contractor for the National Security Agency 
(NSA), leaked classified documents revealing the extent of government 
surveillance programs. These programs involved collecting vast amounts of 
data on phone calls, emails, and internet activity of US citizens and individuals 
worldwide. 
 
Ethical Implications: 
The Snowden leaks sparked a fierce debate about the ethical implications of 
government surveillance in the digital age. Here's a breakdown of some key 
concerns: 
• Privacy vs. Security: The programs raised concerns about mass data 

collection and potential violations of privacy rights. Is it ethical for 

governments to collect vast amounts of personal data on citizens without 

their knowledge or consent, even in the name of national security? 

• Transparency and Accountability: The leaks exposed the secretive nature 

of these programs, raising questions about government transparency and 

accountability. Should there be greater public oversight of government 

surveillance activities? 

 

Impact on Cybersecurity: 
The Snowden leaks had a significant impact on the field of cybersecurity: 
• Heightened Awareness: Public awareness of government surveillance 

programs increased global discussions about digital privacy and data 

security. This led to increased scrutiny of data collection practices and calls 

for stronger privacy protections. 

• Focus on Encryption: The leaks highlighted the importance of encryption 

technologies to safeguard data privacy. This spurred innovation and 

adoption of stronger encryption methods to protect user information. 

• Shift in International Relations: The revelations strained trust between the 

US and its allies. There were international discussions about digital privacy 

norms and responsible data collection practices. 
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Case Study 3: The Cambridge Analytica Scandal 
Scenario: 
In 2018, it was revealed that Cambridge Analytica, a political consulting firm, 
improperly obtained and used personal data from millions of Facebook users 
without their informed consent. This data was allegedly used to influence voter 
behavior in elections. 
 
Ethical Implications: 
The Cambridge Analytica scandal exposed unethical practices in data 
collection and manipulation in the digital age: 
• Informed Consent: Users were unaware of how their data was being 

collected and used. Is it ethical for companies to collect and use personal 

data without clear and transparent consent from users? 

• Data Manipulation: The data was allegedly used to create targeted political 

messaging, potentially manipulating voters' behavior. Does data 

manipulation during elections raise ethical concerns about a fair and 

democratic process? 

• Accountability of Social Media Platforms: Facebook faced criticism for 

its lax data privacy practices that allowed for data breaches. What 

responsibilities do social media platforms have in protecting user data 

privacy? 

Impact on Cybersecurity: 
The Cambridge Analytica scandal had a significant impact on cybersecurity: 
• Increased Scrutiny of Data Practices: There was increased scrutiny of 

data collection practices by social media platforms and other technology 

companies. 

• Data Protection Regulations: Scandals like this fueled the development 

and implementation of stricter data protection regulations like the General 

Data Protection Regulation (GDPR) in Europe. 

• Focus on User Privacy: There was a growing focus on user privacy rights 

and the need for companies to be more transparent about data collection 

practices. 

In-Text Question: Is it ethical for companies to collect and use personal 
data without clear and transparent consent from users? 
 
No, it is not ethical. Informed consent is a fundamental principle in data 
ethics. Users should be fully aware of how their data is being collected, 
used, and shared. Without clear and transparent consent, users are 
deprived of their autonomy and the ability to make informed decisions about 
their personal information. 
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 Discussion 
After reading this unit, you have seen the relationship between ethics and 
cybersecurity through real-life case studies such as the Petya Dilemma or the 
Cambridge Analytica scandal. Divided into groups. This unit aims to deepen students' 
understanding of the complex ethical considerations inherent in cybersecurity 
practices and their impact on digital security and societal trust. 
. 
 

  4.0 Self-Assessment Exercise(s) 
1. Ethical practices in cybersecurity are important for legal compliance only. 
True or False 
 
Answer: False (Ethical practices in cybersecurity are crucial for trust, privacy, and 
societal responsibility, not just legal compliance.) 
 
2. Which of the following is an example of ethical practice in cybersecurity? 

A) Hiding a data breach 
B) Disclosing a data breach transparently 
C) Ignoring user privacy 
D) Prioritizing profit over security 
 
Answer: B) Disclosing a data breach transparently 

 
3. Ethical practices in cybersecurity build and maintain ______ between users and 
organizations. 
 
Answer: trust 
 
4. List three core ethical principles for cybersecurity professionals based on ethical 
codes and guidelines. 
Answer: Confidentiality, Integrity, Accountability 
 
 
5. Analyze the WannaCry ransomware attack case study and identify two ethical 
dilemmas faced by organizations affected by the attack. 

 
Answer: Paying the ransom: Balancing financial burden and potential encouragement 
of future attacks. Public disclosure of vulnerabilities: Balancing public interest in 
resolving the attack against potential risks of aiding attackers. 
 
6. Is it possible to implement effective security measures that also respect user 
privacy? 
 
Answer: Finding a balance is challenging but possible. It requires careful 
consideration of both privacy rights and security needs, potentially through measures 
like transparent data handling policies and advanced encryption techniques that allow. 
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  5.0 Conclusion 
Ethics guide how cybersecurity professionals navigate the complexities of 
safeguarding data, systems, and networks in an increasingly digital world. From 
balancing privacy with security to responsibly disclosing vulnerabilities, ethical 
considerations underpin the decisions that shape trust, accountability, and the 
integrity of cybersecurity practices 

.  

   6.0  Summary 
This unit course explored the relationship between ethics and cybersecurity, 
the importance of ethical decision-making within the field. We learned how 
ethical considerations were crucial for building trust with users, handling data 
responsibly, and complying with regulations 
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1.0 Introduction 
 

The advancement in digital technology brought the need for the security of information 
and systems of businesses and organizations on digital platforms. This has made the 
roles of cybersecurity professionals very indispensable. These professionals build, 
test, and analyze systems to keep data and information safe from hackers and other 
external threats. In this unit, we will look into an overview of the various roles and 
specific duties of cybersecurity professionals, and the challenges they face in an ever-
evolving landscape.  

2.0 Intended Learning Outcomes (ILOs) 
At the end of this unit, you will be able to: 

 Define Cybersecurity, know different common cybersecurity threats and 
different types of cybersecurity domain 

 Know the objectives of Cybersecurity and the importance 

 Identify different Cybersecurity roles and their duties and responsibilities 

 Understand how these roles work together to create a comprehensive security 
posture  

 Understand and recognize different challenges facing Cybersecurity 
Professionals. 

 

3.0 Main Content  
 

3.1  What is Cybersecurity? 
 

Cybersecurity is the practice of protecting systems, networks, and programs from 
digital attacks.  
A successful cybersecurity approach has multiple layers of protection spread across 
the computers, networks, programs, or data that one intends to keep safe. In an 
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organization, the people, processes, and technology must all complement one another 
to create an effective defense from cyber-attacks. Cybersecurity is a technique that 
protects internet-connected systems such as computers, servers, mobile devices, and 
networks from malicious activity.  
 

3.1.1 The Objectives of Cybersecurity  
The goal of Cybersecurity is to ensure the Confidentiality, Integrity and Availability 
(CIA) of information. We have discussed these in details in Unit two (2) of module 1. 
. 
 
In-Text Question:  What is the goal of Cybersecurity? 
  
The goal of Cybersecurity is to ensure the Confidentiality, Integrity and Availability 
(CIA) of information.  
 

3.1.2 Types of Cybersecurity  
Every organization wants to have an advantage when it comes to securing the systems 
and information. So, the systems should contain strong security features that should 
keep the organization's data secure. These types are essential to bringing cyber 
security to life. 
Therefore, cyber security provides but not limited to the following domains: 
 
 
 
 
 
 
 
 
   

 
 
 
 
 
 
Figure. 2: Types of Cybersecurity (Source: CrowdStrike 2024). 
 

Network security: It implements hardware and software devices in a system to 
secure its computer network from unauthorized entry, intruders, attacks, disruption, 
and misuse. Network security helps an organization protect its data from internal and 
external threats. 
 
Application security: It protects software and devices from unwanted threats. This 
security function can be used frequently by updating the apps and ensuring they are 
free from attacks. Effective security begins in the design stage, with the writing of 
source code, verification, threat modeling, etc. before deploying the program or a 
device. 
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Information or data security: implementation of a strong data mechanism to 
maintain the integrity and privacy of data, both in storage and in transit, i.e., (in 
transformation) 
 
Identity management: It determines the level of access that each individual has 
within an organization. 
 
Operational Security: This cyber security type processes and makes decisions to 
handle data and secure resources. 
 
Mobile security: It secures the regular incoming and personal data stored on mobile 
devices. 
 
Cloud security: It protects the information stored in a digital environment or data in 
the cloud for the organization. Cloud security uses various service providers known as 
AWS, Azure, Google, etc., to verify security against multiple threats. 
 
Disaster Recovery and Business Continuity Planning: It reviews the monitoring 
process, alerts, and plans of an organization responding to any malicious activity 
causing loss of data or operations. This security deals with policies that instruct to 
resume lost operations after any disaster takes place to the same operating capacity 
as before the event. 
 
In-Text Question: Do you know the different types of cybersecurity? 
 
These were discussed above in 3.1.2. 
 

3.1.3 Importance of Cybersecurity.  
1. Protects sensitive information and data from unauthorized access and theft. 

2. Safeguards against financial loss and reputational damage caused by cyber-

attacks. 

3. Ensures the integrity and availability of digital assets and systems. 

4. Protects personal information and privacy. 

5. Supports national security and critical infrastructure. 

6. Enables trust and confidence in digital technologies and online transactions. 

7. Helps prevent identity theft and other cyber-enabled crimes. 

8. Supports business continuity and resilience. 

9. Protects against cyber-physical attacks on IoT devices and critical 

infrastructure. 

10. Enhances overall digital safety and well-being.  

 

In-Text Question: State five Importance of cybersecurity 
 

 
3.2 Roles of Cybersecurity Professionals  

Cybersecurity professionals protect data and systems from external and internal 
threats, designing and testing secure solutions while identifying and mitigating 
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vulnerabilities. The field of Cybersecurity offers diverse roles and opportunities for 
growth, making it a rewarding career path.  

Below are various Roles of Cybersecurity Professionals and their duties.  

1. Security Analyst 

A Security Analyst is a professional responsible for protecting an organization's 
information systems and networks from cyber threats. Their primary role involves 
monitoring, detecting, and responding to security incidents to safeguard sensitive data 
and ensure the integrity and availability of IT resources. 

Duties and Responsibilities 

i. Monitoring network traffic for suspicious activity and vulnerabilities. 

ii. Investigating security breaches and other incidents. 

iii. Conducting vulnerability assessments and risk analysis. 

iv. Implementing security measures to protect information systems. 

v. Prepare detailed reports on security incidents, breaches, and vulnerability 

assessments for management review 

In-Text Question: What is the main role of a security Analyst? 

The main role of a security Analyst involves monitoring, detecting, and responding to 
security incidents to safeguard sensitive data and ensure the integrity and availability 
of IT resources. 

 

2. Security Engineer 

A Security Engineer is a professional responsible for designing, implementing, and 
managing security measures to protect an organization's computer systems, 
networks, and data. Their primary role is to build and maintain robust security 
infrastructures that can prevent, detect, and respond to cyber threats effectively. 

Duties and Responsibilities 

i. Designing and implementing secure network solutions. 

ii. Developing security standards and best practices for the organization. 

iii. Configuring and troubleshooting security infrastructure devices. 

iv. Conducting penetration tests to identify and fix vulnerabilities. 

v. Researching and developing new security techniques and tools to enhance the 

organization's security posture. 

3. Security Architect 

A Security Architect is a Cybersecurity professional who designs a security system or 
major components of a security system, and may head a security design team building 
a new security system. 
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Duties and Responsibilities 

i. Designing security systems and networks tailored to meet specific 

organizational needs. 

ii. Creating and maintaining security policies and procedures. 

iii. Ensuring that the organization’s IT architecture is secure. 

iv. Evaluating and selecting security products and technologies. 

 

4. Incident Responder 

Incident Responders could be considered police officers or firefighters for an 
organization's network or system. You are trying to protect and prevent major threats 
and/or attacks from happening, and if needed apply changes so they do not occur 
again.  

Duties and Responsibilities 

i. Responding to and mitigating the impact of security breaches. 

ii. Conducting post-incident analysis to prevent future breaches. 

iii. Developing and implementing incident response plans. 

iv. Coordinating with other teams during and after security incidents. 

5. Penetration Tester (Ethical Hacker) 

Penetration testers are ethical hackers who perform security assessments (along with 
other tasks) by exercising their skills and knowledge to perform the equivalent of digital 
break-in. They simulate cyberattacks using a broad range of tools and methods to find 
weaknesses in networks and applications as well as people and business processes. 

Duties and Responsibilities 

i. Simulating cyberattacks to identify weaknesses in systems and networks. 

ii. Reporting vulnerabilities and recommending fixes. 

iii. Conducting regular security assessments and penetration tests. 

iv. Keeping up-to-date with the latest hacking techniques and security trends. 

6. Chief Information Security Officer (CISO) 

A high-level management position responsible for the entire information security 
division/staff. The position may include hands-on technical work. 

Duties and Responsibilities 

i. Overseeing the organization’s overall cybersecurity strategy. 

ii. Leading and managing the cybersecurity team. 

iii. Ensuring compliance with security policies, regulations, and standards. 

iv. Communicating with senior management about security issues and measures. 
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7. Security Consultant 

A Security Consultant is an expert in cybersecurity who advises organizations on how 
to protect their information systems and data from cyber threats. They provide 
specialized knowledge and solutions tailored to the unique needs and vulnerabilities 
of their clients, often working on a project basis or as external advisors.  

Duties and Responsibilities 

i. Advising organizations on how to protect their information systems. 

ii. Conducting security audits and risk assessments. 

iii. Developing customized security solutions for clients. 

iv. Training staff on security best practices. 

v. Educating staff about the latest cyber threats and how to recognize and avoid 

them. 

8. Security Administrator 

A security administrator is the lead point person for the cybersecurity team. They are 
typically responsible for the entire system and ensure that it is defended as a whole.  

Duties and Responsibilities 

i. Managing and maintaining security systems, such as firewalls and intrusion 

detection systems. 

ii. Applying security patches and updates to protect against vulnerabilities. 

iii. Monitoring and controlling access to sensitive data and systems. 

iv. Creating and enforcing security policies and procedures. 

9. Security Software Developer 

A security software developer is a specialized professional who combines the roles of 
a traditional software developer with expertise in cybersecurity, computer 
programming and forensic skills in order to develop and enhance the security features 
of software applications and systems.  

Duties and Responsibilities 

i. Designing and developing software applications with built-in security features. 

ii. Conducting security testing on software products. 

iii. Ensuring that software development processes comply with security standards. 

iv. Collaborating with other developers to integrate security into all stages of 

software development. 

10. Forensic Analyst 

The forensics analyst is a specialized offshoot of a security analyst who is specially 
trained to secure electronic evidence for presentation in a court of law. More than just 
an engineer or an analyst, the forensics specialist has been trained how to handle 
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hardware and software so that they can be legally admissible in the court of law as 
evidence.  

Duties and Responsibilities 

i. Investigating cybercrimes and security breaches. 

ii. Collecting and analyzing digital evidence. 

iii. Working with law enforcement to support criminal investigations. 

iv. Writing detailed reports on findings and presenting them in court if necessary. 

 

In-Text Question: What is the main role of a Forensic Analyst? 

 The main role of a Forensic Analyst is to find, collect, and preserve evidence so that 
they can be admissible in a court of law. 

 

 Discussion 
After reading unit 4, from module 1 of this course material, can you describe 
Cybersecurity, the different types, it importance and the various roles and their duties 
of Cybersecurity Professional. 
 

  4.0 Self-Assessment Exercise(s) 

1. Which of the following is NOT a part of the CIA triad in cybersecurity?  

a) Confidentiality b) Integrity c) Accessibility d) Availability 

(Correct Answer = C) 

 

2. (How does cybersecurity protect data and systems? __________ 

 

(Answer = By implementing security measures to ensure confidentiality, 

integrity, and availability of data.) 

3. Information security professionals like Security Analysts are responsible for: 

a) Designing secure networks b) Monitoring for suspicious activity c) Both 

a & b d) Managing social media accounts 

(Correct Answer = C) 

4. Does effective cybersecurity eliminate the need for data backups?  

(Answer = No) 
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5. Which cybersecurity role deals with investigating cybercrime? _____________ 

(Answer = Forensic Analyst) 

 

  5.0 Conclusion 
This unit explores the world of cybersecurity professionals. It defines cybersecurity 
and its core concepts, then dives into various roles within the field. Each role has 
specific duties, and the unit outlines these responsibilities. The unit also acknowledges 
challenges faced by cybersecurity professionals, including a constantly evolving threat 
landscape and a skills shortage. 
 

  6.0  Summary 

 Cybersecurity safeguards data and systems in our increasingly digital world. 

 The CIA triad (Confidentiality, Integrity, Availability) is a cornerstone of data 

security. 

 Effective cybersecurity is critical for protecting sensitive information and 

ensuring business continuity 

 Diverse cybersecurity roles exist, like Security Analysts who monitor threats 

and Forensic Analysts who investigate cybercrimes. 

 Professionals face constant challenges like keeping up with evolving threats 

and a cybersecurity skills shortage. 
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Module 2: Principles and Frameworks in 
Cybersecurity Practice 

 

Module Introduction  

In module 1 we explored Ethics, it’s relationship with cybersecurity and application. 
We also analyzed different case scenarios where ethical was applied. Then we looked 
at the roles of cybersecurity professionals. Now that you are familiar with those, we 
will delve into ethical issues in cybersecurity, the frameworks and the principles upon 
which these frameworks are based, furthermore we will discuss how they can be 
applied in making cybersecurity decisions. 
 
Unit 1: Significance of Ethical Issues in Cybersecurity 
Unit 2: Introduction to Ethical Frameworks and Principles that  

Guide Cybersecurity Practice 
Unit 3: Application of Ethical Principles in Decision-making Involving Cybersecurity 

Issues 
 
In each unit, I will explore a particular topic in detail and highlight self-assessment 
exercises at the end of the unit. Finally, I highlight resources for further reading at the 
end of each unit. 
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Unit 1:  Significance of Ethical Issues in Cybersecurity 
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1.0 Introduction 
In this unit, you will learn various ethical issues and their significance on cybersecurity, 
including privacy concerns, property rights, resource allocation, transparency, 
disclosure. 
 

2.0 Intended Learning Outcomes (ILOs)  
At the end of this unit you will be able to: 

 Identify ethical issues of privacy and it’s siginificance on cybersecurity 

 Analyze ethical issues related to property rights and it’s on cybersecurity 

 Assess resource allocation strategies in cybersecurity 

 Understand the importance of transparency, disclosure, and accountability in 
cybersecurity 

 

3.0 Main Content  
 

 3.1 Some Ethical Issues and their Significance to Cybersecurity 

In this part, we'll address particular ethical concerns commonly found within the 
realm of cybersecurity. Several of these issues are elaborated on in subsequent 
sections. 
 

3.1.1 Ethical Issues Affecting Privacy 
The cyberspace contains vast amounts of sensitive information, spanning various 
sectors such as finance and healthcare. This data is highly susceptible to 
cybersecurity threats, underscoring the importance of adhering to top-notch 
cybersecurity protocols. Typical cyber risks encompass: 
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1. Identity theft, where personally identifiable information (PII) is stolen and used 
to impersonate victims, such as using stolen credit card information for 
unauthorized purchases. 
 

2. Social engineering attacks, where adversaries use deception to manipulate 
individuals into disclosing confidential or personal information for fraudulent 
purposes. 
 

3. Hacking and network intrusions to obtain sensitive personal information about 
individuals, which can be used for blackmail, extortion, or other unethical 
manipulation. 
 

Such situations compromise privacy and harm third-party interests.  
Anonymized data, when combined with other datasets, can expose sensitive details. 
Facial, gait, and voice recognition algorithms, along with geocoded mobile data, can 
reveal a lot about an individual. Cybersecurity faces challenges in confining and 
securing data in networked cyberspace, requiring highly skilled professionals and 
advanced tools. Weak passwords, neglecting software updates, outdated encryption, 
and lack of incident response planning contribute to poor cybersecurity, leading to 
privacy harm. 
  
In-Text Question: What are some situations that can compromise Privacy? 
 
Answer: Identity theft, social engineering attack, hacking and network intrusion can 
compromise privacy. 
 

3.1.2 Ethical Issues Affecting Intellectual Property 
 

Misusing data privacy can lead to property harm, such as extortion. Cyberattacks 
targeting intellectual property (IP) can result in access to sensitive information like 
trade secrets, bank account details, and passwords, as well as damage to an 
organization's property. These actions are typically carried out by profit-driven criminal 
groups, politically motivated entities, nation-states, or individuals seeking to showcase 
their skills. While intellectual property itself may not have ethical value, it is crucial for 
people's livelihoods. Therefore, damaging property in cybersecurity is considered 
unethical, even if not illegal. 
   
In some cases, unauthorized intellectual property destruction may be deemed ethical 
for national interests, as seen in the case of the Stuxnet worm disrupting Iranian 
centrifuges in 2010. However, retaliatory "hack back" actions by network defenders 
can raise ethical concerns, as they may harm innocent systems and lead to further 
misidentification of attackers. Despite these complexities, cybersecurity professionals 
have a fundamental ethical duty to protect their organization's or clients' networks from 
property-targeting intrusions and attacks.  
 

3.1.3 Cybersecurity Resource Allocation 
Cybersecurity operations incur significant costs in terms of time, money, and expertise, 
affecting system resources and various operations such as power efficiency, data 
storage, and network speeds. While these operations are costly, not implementing 
effective cybersecurity measures can lead to even higher costs and damages. 
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 Balancing security with usability and viability is crucial, as sacrificing security for 
usability is not justified. 
 
For instance, if an organization lacks the resources to effectively secure Wi-Fi-enabled 
music devices, there's an ethical argument against entering that business. Similarly, a 
cybersecurity professional who knowingly implements week security measures on 
such devices violates ethical standards by exposing others to significant harm. 
 
For example, when a banking network security administrator responding to a threat by 
implementing a resource-intensive security procedure without considering user needs. 
This could endanger customers' lives in critical departments requiring quick network 
access. Balancing resource allocation and cybersecurity involves ethical 
considerations, weighing the benefits, harms, and rights involved to ensure the ability 
of others to lead good lives. 
 
In-Text Question: What is the significance of resource allocation on ethical 
considerations of cybersecurity? 
 
Answer: Resource allocation reduces high cost and damages. 
 
                    3.1.4 Transparency, Disclosure, And Accountability 
Ethical considerations in cybersecurity revolve around transparency, disclosure, and 
accountability, especially in risk management. It is ethically imperative to disclose 
known risks to ensure that individuals potentially affected by these risks can take 
necessary precautions.  
For example, if an organization discovers a critical vulnerability, timely notification to 
customers allows them to install patches or take other defensive measures. However, 
the timing and extent of disclosure can be debatable, especially in cases where a 
vulnerability is difficult to detect and cannot be quickly resolved. In such situations, 
delaying notification until a patch is available and deployed is considered ethical to 
prevent inviting attacks that could harm others. Each case requires a nuanced ethical 
analysis of the specific scenario, risks, benefits, trade-offs, and stakeholder interests 
involved to determine the best course of action. 
 
In-Text Question: What is the significance of timing in vulnerability disclosure? 
 
 

  4.0 Self-Assessment Exercise(s) 
1. Ethical issues in cybersecurity are primarily concerned with: 

A) Software development 
B) Risk management 
C) Hardware maintenance 
D) User interface design 
 
Answer: B) Risk management 
 

2. True or False: Balancing security with usability and viability is not a concern 
in cybersecurity resource allocation. 
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Answer: False 
 

3. True or False: 'White-hat,' 'black-hat,' and 'gray-hat' hackers all engage in 
unethical hacking practices. 
 
Answer: False 

 
4. Ethical considerations in cybersecurity demand: 

A) Simple and straightforward solutions 
B) Careful analysis, reflection, and problem-solving 
C) Ignoring the potential impacts of actions on others 
D) None of the above 
 
Answer: B) Careful analysis, reflection, and problem-solving 
 

5. True or False: Cybersecurity professionals' conflicting loyalties can lead to 
ethical dilemmas, especially in roles like penetration testing. 
 
Answer: True 

 
 

  5.0 Conclusion 
In conclusion, ethical issues in cybersecurity are multifaceted, ranging from privacy 
concerns and property rights to resource allocation, transparency, disclosure, and the 
diverse roles and interests within the cybersecurity community.  
 

   6.0  Summary 
This unit has explored various ethical issues affecting cybersecurity, including privacy 
concerns, property rights, resource allocation, transparency, disclosure, and the roles, 
duties, and interests of cybersecurity professionals. 
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Guide Cybersecurity Practice  
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1.0 Introduction 
 

The essential ethical principles that guide cybersecurity practices, includes: keeping 
information confidential, ensuring data integrity, maintaining system availability, 
protecting privacy, doing no harm, and doing good. We'll examine various ethical 
theories and how they apply to real-life scenarios, providing a comprehensive 
understanding of ethical cybersecurity practices. Additionally, we'll explore industry-
recognized ethical frameworks and guidelines, and real-world case studies. 
 

2.0 Intended Learning Outcomes (ILOs) 
At the end of this unit, you will be able to: 

 Understand the Key ethical principles in cybersecurity. 

 Recognize the ethical frameworks guiding cybersecurity practices. 

 Identify Industry-Recognized Ethical Frameworks and Guidelines. 
 

3.0 Main Content  
 

3.1   Ethical Foundations in Cybersecurity 
Ethical foundations are the cornerstone of cybersecurity, providing a moral framework 
for professionals to make decisions and take actions that impact individuals, 
organizations, and society. This section delves into the definition and importance of 
ethics in cybersecurity, exploring key principles like confidentiality, integrity, and 
availability, as well as ethical theories and models that guide cybersecurity practice, 
ensuring responsible and trustworthy protection of digital assets. 
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In-Text Question: Ethical Foundations provide a moral frame work for cybersecurity 
professionals. True or False? 
 
 

3.1.1 Key Ethical Principles guiding Cybersecurity Practice 
 

Figure 1. Shows a description of the five ethical prinicples of 
cybersecurity. 
 

 

 
Figure:1 Five Cybersecurity ethics principles adopted from 

Formosa 
 

Confidentiality, integrity, availability, and privacy form the basis for the five other 
principles of cyber security ethics discussed by different others. 

 
The following are the fundamental ethical principles of cybersecurity.  
 

i. Non-maleficence (Do no harm): Avoiding harm to individuals, systems, and 
data. It's like not doing something that could cause harm, like launching a 
cyberattack or spreading malware. 

 
ii. Beneficence (Do good): Promoting the well-being and safety of individuals, 

systems, and data. It's like doing something positive, like implementing security 
measures to protect people's personal information (Dupuis & Renaud, 2021). 

 
iii. Respect for Autonomy: Respecting individuals' right to make their own 

choices, even if you disagree. 
 

iv. Justice: Ensuring fairness and equitable distribution of benefits and burdens. 
 

v. Explicability: Cybersecurity technologies should be used in ways that are 
intelligible, transparent, and comprehensible, and it should also be clear who is 
accountable and responsible for its use. 
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3.1.2 Ethical Frames Works Guiding Cybersecurity Practice 
Ethical frameworks for decision-making offer structured approaches to analyze moral 
dilemmas and arrive at a well-reasoned course of action. While several frameworks 
exist, here are four prominent ones that can be applied to cybersecurity  
  

. 

i. The Beauchamp and Childress Framework: The Beauchamp and 
Childress Framework:  This framework, often used in healthcare ethics, it 
proposes four core principles: Respect for Autonomy, Non-maleficence, 
Beneficence, and Justice. This framework provides a solid foundation for ethical 
analysis in cybersecurity 
 

ii. Deontology: This ethical theory emphasizes duties, rules, and obligations. It's 
about doing what's right because it's your duty, regardless of the 
consequences. Immanuel Kant's famous phrase "Do what is right, though the 
world may perish" sums it up. For example, a cybersecurity professional might 
feel duty-bound to report a vulnerability, even if it means potentially causing 
inconvenience to the organization. 

 
iii. Utilitarianism: This ethical theory aims to maximize overall happiness or well-

being. It's about making decisions that lead to the greatest good for the greatest 
number of people. For example, a cybersecurity team might prioritize patching 
a vulnerability that affects a large number of users over one that affects only a 
few. 
 

iv. Principlist Framework: Cybersecurity ethics commonly draws upon a 
principlist approach, which focuses on specifying and weighing a small group 
of domain-relevant ethical principles. Principlism is a system of ethics based on 
a limited number of principles 
 

 
In-Text Question 

Which ethical frame work emphasizes duty rules and obligations regardless of the 
consequence?  
 
Answer: Deontology ethical frame work emphasizes duty rules and obligations 
regardless of the consequence. 
 

3.2   Frameworks in Cybersecurity 
In cybersecurity, a framework refers to a structured set of guidelines, principles, and 
practices that help organizations manage and reduce cybersecurity risks. It provides 
a comprehensive and systematic approach to identifying, implementing, and 
maintaining cybersecurity controls and countermeasures. 
 
A cybersecurity framework typically includes: 

i. Risk management processes 
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ii. Security controls and countermeasures 
iii. Implementation guidance 
iv. Assessment and evaluation criteria 
v. Continuous monitoring and improvement processes 

 
3.2.1 Industry-Recognized Ethical Frameworks and Guidelines 

i. IEEE Global Initiative on Ethics of Autonomous and Intelligent Systems 
The IEEE Global Initiative addresses ethical concerns in AI and autonomous 
systems, providing guidelines to ensure these technologies are developed and 
implemented responsibly. This initiative covers over a hundred key ethical 
issues and offers recommendations for ethical AI practices (Chatila & Havens, 
2019). 

 
ii. NIST Cybersecurity Framework 

The NIST Cybersecurity Framework offers a comprehensive set of standards, 
guidelines, and best practices to manage and reduce cybersecurity risk. It 
emphasizes the importance of a robust cybersecurity posture that aligns with 
business needs and incorporates risk management processes (Möller, 2023). 

 
iii. ISACA's Cybersecurity Framework 

ISACA's Cybersecurity Framework provides guidance for implementing 
effective cybersecurity practices across organizations. It focuses on creating a 
risk-aware culture and improving cybersecurity resilience through continuous 
assessment and improvement of security measures (Fischer, 2022). 

 
iv. ENISA's Cybersecurity Framework 

ENISA's framework offers guidelines for enhancing cybersecurity within the 
European Union, focusing on critical infrastructure protection and emerging 
technologies like 5G. It emphasizes the need for integrating cybersecurity 
considerations early in the design and development of systems (Paskauskas, 
2023). 

V.  The ACM Code of Ethics 
The ACM Code of Ethics and Professional Conduct provides a comprehensive 
set of ethical guidelines for computing professionals. It promotes ethical 
behavior, professional integrity, and the responsible use of technology. Key 
principles include contributing to society and human well-being, avoiding harm, 
being honest and trustworthy, respecting privacy, and promoting fairness and 
non-discrimination 
 

 Discussion 
The ethical foundations in cybersecurity provide a framework for addressing these 
challenges by emphasizing key principles such as confidentiality, integrity, and 
availability. These principles ensure that cybersecurity practices are aligned with moral 
guidelines, fostering trust and accountability in digital interactions. 
 

  4.0 Self-Assessment Exercise(s) 
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1. Ethics in cybersecurity encompasses the moral principles that guide the 
conduct of professionals in protecting information systems. These guidelines 
include principles such as respect for ______, fairness, responsibility, honesty, 
and integrity. 
 

Answer: privacy 
 

2. Confidentiality in cybersecurity refers to ensuring that data and systems are 
accessible and usable when needed. 
True/False. 
 

Answer: False (Confidentiality refers to keeping sensitive information secret and 
only accessible to authorized individuals.) 

 
3. Explain the importance of ethical considerations in cybersecurity. 

 
Answer: Ethical considerations in cybersecurity are crucial for ensuring trust, 
fairness, and responsibility in managing and safeguarding digital assets. They help 
build trust between individuals, organizations, and governments in the digital world 
by demonstrating a commitment to protecting digital assets in a way that respects 
individuals' rights and freedoms.  

 
4. What is deontology, and how does it apply to a cybersecurity professional's 

actions? 
 

Answer: Deontology is an ethical theory that emphasizes duties, rules, and 
obligations. It is about doing what is right because it is one's duty, regardless of the 
consequences. For a cybersecurity professional, deontology might apply by feeling 
duty-bound to report a vulnerability, even if it means potentially causing 
inconvenience to the organization, because it is the right thing to do. 

 
5. Describe the ethical principle of non-maleficence in cybersecurity. 

 
Answer: Non-maleficence, or "do no harm," is an ethical principle that involves 
avoiding harm to individuals, systems, and data. In cybersecurity, this means not 
engaging in actions that could cause harm, such as launching cyberattacks or 
spreading malware. It emphasizes the responsibility of cybersecurity professionals 
to protect and preserve the integrity of information systems and the well-being of 
individuals affected by these systems. 

 
6. The transfer of data across borders raises ethical issues, especially regarding 

how data is ______ in different jurisdictions. 
 

Answer: protected 
 

  5.0 Conclusion 
The ethical foundations of cybersecurity are paramount in guiding professionals to 
make decisions that uphold trust, fairness, and responsibility in the digital landscape. 
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Addressing issues of bias, transparency, autonomy, and privacy is essential to ensure 
that these technologies are developed and implemented in ways that respect 
individuals' rights and freedoms. 
Ultimately, fostering an ethical approach in cybersecurity not only protects digital 
assets but also builds a foundation of trust and reliability in the digital world.  
 

6.0  Summary 

 Ethics in cybersecurity provides a moral framework for professionals to make 
responsible decisions and actions impacting individuals, organizations, and 
society. 

 Key principles include confidentiality, integrity, availability, privacy, non-
maleficence, and beneficence, which guide ethical conduct in cybersecurity. 

 Importance of ethics ensures trust, fairness, and responsibility in managing and 
safeguarding digital assets, balancing security needs with individual rights. 

 Ethical theories like deontology, utilitarianism, virtue ethics, and care ethics 
offer diverse perspectives for decision-making in cybersecurity practices. 
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Unit 3:  Application of Ethical Principles in Decision-making 
Involving Cybersecurity Issues 

 
Contents 
1 1. 0 Introduction  
2.0  Intended Learning Outcomes (ILOs)  
3.0  Main Content  

3.1 Importance OF Ethical Considerations in Cybersecurity Decision-Making
 3.2 Applying Ethical Principles to Cybersecurity  

3.2.1 Case Studies in Ethical Cybersecurity  
4.0 Self-Assessment Exercise 
5.0 Conclusion  
6.0 Summary  
7.0 References/Further Reading 

1.0 Introduction 
You have learnt ethical issues and their significance in cyber security in unit one (1) 
and the ethical frame works and principles that guide cyber security practice in unit 
two (2) of this module.  You will recall that in unit two (2), we discussed the ethical 
frameworks used cyber security professionals such: The Beauchamp and Childress, 
Utilitarianism, Deontology and Principlist frameworks, these are based on the 
fundamental principles of maleficence and beneficence respect for autonomy, justice, 
explicability in this module we will be exploring how they are applied.  
 

2.0 Intended Learning Outcomes (ILOs)  
 
At the end of this unit, you will be able to: 

 Identify the Importance of Ethical Considerations in Cybersecurity Decision-
Making 

 Apply Ethical Principles and frameworks to Cybersecurity Decisions. 

3.0 Main Content  
 

3.1 Importance of Ethical Considerations in Cybersecurity Decision-
Making 
 
Ethical considerations are not just the "right" thing to do, they are also essential for 
building a resilient and trustworthy digital ecosystem that benefits everyone. The 
following are reasons why Organizations and individuals must take ethical 
considerations into account when making cybersecurity decisions: 
 

i. Minimizing Unintended Consequences: Advanced security measures can be 
powerful tools, but without ethical considerations, they can have unintended 
consequences. For example, overly restrictive data collection policies might 
hinder legitimate business operations or even violate user privacy.  
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ii.  Building Trust and Transparency: The digital world thrives on trust. By 

making ethical decisions that prioritize user privacy and responsible data 
handling, you can build trust with stakeholders (customers, employees, 
partners).  
 

iii. Protecting Fundamental Rights: Cyberspace interactions can touch upon 
fundamental rights like privacy and freedom of expression. Ethical 
considerations ensure that security measures don't infringe on these rights. For 
example, ethical hacking frameworks emphasize responsible vulnerability 
disclosure to protect systems without compromising user privacy. 
 

iv. Mitigating Legal Risks: Cybersecurity regulations are constantly evolving. 
Ethical considerations help you stay compliant with relevant laws and avoid 
legal ramifications for data breaches or privacy violations. 
 

v. Promoting Innovation and Collaboration: A secure and ethical digital 
environment encourages innovation and collaboration. By prioritizing ethical 
principles, you create a space where businesses and individuals can thrive 
without fear of exploitation or misuse of data. 

 
 
 
In-Text Question: State one reason why Organizations and individuals must take 
ethical considerations into account when making cybersecurity decisions. 
 
Answer: Minimizing Unintended Consequences: Advanced security measures can 
be powerful tools, but without ethical considerations, they can have unintended 
consequences. For example, overly restrictive data collection policies might hinder 
legitimate business operations or even violate user privacy 
 
 
 

3.2 Applying Ethical Principles to Cybersecurity 
 
The various principles upon which cybersecurity frameworks are based on were 
introduced in unit two (2) of this module, we will be applying these principles to cyber 
security scenarios. 
 
  

3.2.1 Case Studies in Ethical Cybersecurity Decision Making 

Some real-world case studies involving ethical dilemmas in cybersecurity include; 
 

1. Misinformation: A misinformation scenario which involved protesting online, 
based on misinformation, against a company, causing that company to go 
bankrupt and its staff to lose their jobs. When the false misinformation is 
exposed, protesters are asked to take public responsibility for their actions, 
leading to the choice:  
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 Publicly acknowledge their involvement and expose their privacy [The 
Ethical Action (ACT)] 

 Do not publicly acknowledge their involvement and protect your privacy 
[The Ethical Inaction (DON’T ACT)] 

 
Choosing ACT prioritizes the principle of Justice and Explicability, while DON’T ACT 
prioritizes the principle of non-maleficence. 
 

2. Credentials: In the context of an identified breach of a friend’s password, the 
Credentials scenario asks the participant whether they would:   

 

 Attempt to access your friends’ social media accounts with the exposed 
password credentials to change their password without their permission 
to try to protect their accounts [ACT] 

 Do not attempt to access your friends’ social media accounts with the 
exposed password credentials to change their password and thereby 
leave their accounts potentially exposed [DON’T ACT] 

 
Choosing ACT prioritizes the importance of Beneficence- Help your friend and Non-
Maleficence- Prevent illegitimate access. DON’T ACT prioritizes Autonomy - No 
permission to access their accounts and Explicability- Not acting transparently. 
 

3. Ransomware: The Ransomware scenario involves deciding within a time 
limit whether to: 

 Pay the ransom and get access to all your data [ACT]  

 Do not pay the ransom and lose your last three months of data [DON’T 
ACT] 
 

Choosing ACT prioritizes the principle of Beneficence - Get access to your data and 
Autonomy - Recover control of your data.  
DON’T ACT prioritizes Non-Maleficence - Data might be contaminated anyway and 
Justice - Discourages criminal activity. 
In essence, ethical principles do influence decision-making in cybersecurity-sensitive 
situations. 
 
 

  4.0 Self-Assessment Exercise(s) 
 

1. What is one key reason for ethical considerations in cybersecurity decision-
making? 

    (a) Reducing costs 
(b) Building trust and transparency 
(c) Increasing marketing efforts 
(d) Simplifying software development 
 
Answer: (b) Building trust and transparency 
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2. Why is minimizing unintended consequences important in cybersecurity? 
   (a) To improve user interface 
   (b) To enhance social media presence 
   (c) To avoid hindering legitimate business operations 
   (d) To reduce data storage 
 
Answer: (c) To avoid hindering legitimate business operations 
 

3. Ethical considerations in cybersecurity help in _______________ unintended 
consequences that might arise from advanced security measures. 
 
  Answer: minimizing 
 

4. In the misinformation scenario, what does choosing ACT prioritize? 
(a) Non-maleficence 
(b) Autonomy  
(c) Justice and Explicability  
(d) Beneficence 
 
Answer: (c) Justice and Explicability 
 

5. In the Ransomware scenario, choosing ACT prioritizes the principle of 
Autonomy.  TRUE or FALSE 
 
Answer: True 
 

  5.0 Conclusion 
You have learnt from this unit how to apply ethical principles in making decision on 
issues that involve cybersecurity, using the different principles and frameworks. 
 

   6.0  Summary 
We explored how core principles like beneficence (doing good), non-maleficence 
(avoiding harm), autonomy (user control), justice (fairness), and explicability 
(transparency) are applied in cybersecurity. 
Through real-world case studies, we saw how these principles come into play in 
situations like misinformation campaigns, data breaches, and balancing security with 
privacy. 
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Module 3: Ethics in Cybersecurity Profession 

 

Module Introduction  

 
In Module 2, you have learned ethical issues in cybersecurity and their significance. 
We introduced ethical frameworks and the principles upon which they are based. Then 
we explored how these principles guide cybersecurity professionals in making ethical 
decisions. In this module, I will take you through the obligations that cybersecurity 
professionals have towards the public, the ethical considerations they face when an 
incidence occurs and ethical considerations of disclosing a found vulnerability. We will 
also explore the ethical challenges that comes with emerging technologies. 
 
This module is classified into the following four (4) units: 
 
Unit 1: Obligations of Cybersecurity Professionals Towards the Public 
Unit 2: Upholding Ethical Considerations While Handling Incident Response 
Unit 3: Vulnerability Disclosure and Data Storage 
Unit 4: Ethical Challenges of the Use of Emerging Technologies 
 
In each unit, I will explore a particular topic in detail and highlight self-assessment 
exercises at the end of the unit. Finally, I highlight resources for further reading at the 
end of each unit. 
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Unit 1:  Obligations of Cybersecurity Professionals Towards the 

Public 

Contents 
1.0 Introduction 
2.0 Intended Learning Outcomes (ILOs) 
3.0 Main Content 
 3.1 Obligations of Cybersecurity Professionals 
4.0 Self-Assessment Exercise(s) 
5.0 Conclusion 
6.0 Summary 
9.0 References/Further Readings 
 

1.0 Introduction 
In this unit, we will explore the various obligations cybersecurity professionals have 
towards the public. It highlights the importance of their role in maintaining trust, 
protecting privacy, and ensuring the security of digital infrastructure that supports 
modern life. In today's interconnected digital world, cybersecurity professionals play a 
crucial role in safeguarding not just organizations, but society as a whole. Their 
responsibilities extend far beyond technical expertise, encompassing ethical 
considerations and public welfare. 
 

2.0 Intended Learning Outcomes (ILOs) 
At the end of this unit, you will be able to: 

 describe the importance of cybersecurity professionals to the public 

 Identify core Obligations of Cybersecurity Professionals to the society 

3.0 Main Content 
 

3.1 Obligations of Cybersecurity Professionals Towards the Public 
 

1. Maintaining Confidentiality: Cybersecurity professionals hold a unique position of 
trust, entrusted with protecting sensitive information that supports individuals, 
businesses, and nations. This responsibility of confidentiality is not merely a technical 
requirement but an ethical imperative for cybersecurity professionals. It is the bedrock 
upon which their trust and credibility are built. 
  
 
2. Maintaining Integrity in Vulnerability Disclosure: As discussed in Vulnerability 
disclosure, a cornerstone of cybersecurity, hinges on the integrity of the professionals 
involved. Integrity in vulnerability disclosure is paramount to building trust, fostering a 
culture of security, and safeguarding digital systems. By adhering to ethical principles, 
cybersecurity professionals play a vital role in protecting individuals, businesses, and 
critical infrastructure.  
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3. Maintaining Accountability for Actions: Cybersecurity professionals are tasked 
with safeguarding sensitive information, protecting critical infrastructure, and 
mitigating digital threats. This power comes with an inherent responsibility for their 
actions, an accountability that underpins the trust placed upon them. Accountability is 
a fundamental principle that supports their trustworthiness and effectiveness. It is the 
unwavering responsibility that ensures they act with integrity, professionalism, and a 
commitment to protecting the digital world.  
 
4. Adherence to Professional Codes of Ethics: The actions of cyber security 
professionals have a direct impact on individuals, organizations, and even national 
security. To ensure responsible conduct and maintain public trust, adherence to 
professional codes of ethics is essential. By embracing ethical principles and 
upholding these codes, cybersecurity professionals contribute to a more secure, 
trustworthy, and ethical digital ecosystem for everyone. 
 
 
5. Educating the public on cybersecurity best practices: Cybersecurity 
professionals are tasked with not only defending the public against these threats but 
also equipping them with requisite knowledge and tools to protect themselves. Social 
engineering attacks, phishing attacks, identity theft, ransomware, and data breaches, 
etc. are no longer abstract concepts but real dangers that can have severe personal 
and financial consequences. Some key areas of public education include: basic 
cybersecurity concepts, password security, safe browsing practices, social media 
safety, mobile device security, data backup and recovery, child online safety etc. 
 
6. Incident Response: In the event of a cyber incident, cybersecurity professionals 
must act swiftly to mitigate damage. This involves having an incident response plan in 
place, conducting forensic analysis, and communicating transparently with affected 
parties. They must also work to restore systems and data to normal operations as 
quickly as possible.  
 

1. Advocating for Stronger Policies: Cybersecurity Professionals are obliged to 
advocate for stronger cybersecurity policies and regulations. This can involve 
participating in policy-making processes, advising lawmakers, and supporting 
initiatives that enhance national and global cybersecurity standards. 
 

In-Text Question: How can cybersecurity professionals advocate for stronger 
cybersecurity policies?  
 
Answer: By participating in policy-making processes, advising lawmakers, and 
supporting initiatives that enhance cybersecurity standards. 

 
Understanding these obligations is essential for any aspiring or practicing 
cybersecurity professional, as it forms the foundation of responsible and effective 
cybersecurity leadership in an increasingly complex digital landscape. 
 

  4.0 Self-Assessment Exercise(s) 
1. What should cybersecurity professionals do in the event of a cyber incident? 
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A) Ignore the incident 
B) Act swiftly to mitigate damage 
C) Blame the users 
D) Wait for instructions from higher authorities 
 
Answer: B) Act swiftly to mitigate damage 

 
 

2. Accountability is a fundamental principle that supports the ________ and 
effectiveness of cybersecurity professionals.  
 
Answer: trustworthiness 
 

3. In the event of a cyber incident, cybersecurity professionals must have an 
incident response plan in place and conduct ________ analysis. 
  
Answer: forensic 
 

4. What are cybersecurity professionals responsible for educating the public 
about? 
 
Answer: Cybersecurity best practices, including password security, safe 
browsing, social media safety, and more. 
 

5. How can cybersecurity professionals support stronger cybersecurity policies? 
 
Answer: By participating in policy-making processes, advising lawmakers, 
and supporting initiatives that enhance cybersecurity standards. 

 

  5.0 Conclusion 
 
In this unit, you have learned what pointer variables are and how to perform pointer 
analysis to determine object in a (malware) program that a pointer variable refers to. 
 

6.0  Summary 
This unit, explored the obligations of Cybersecurity professionals to the public, which 
are protecting sensitive information, maintaining integrity and accountability, adhering 
to ethical standards, educating the public, swiftly responding to incidents, and 
advocating for stronger cybersecurity policies to ensure the security and 
trustworthiness of digital system. 

 

7.0 References/Further Readings 
Clarke, R., & Wright, G. (2017). Cyber Security and Global Politics. Routledge. 
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Unit 4:   Upholding Ethical Considerations While Handling Incident 

Response  

 
Contents 
1.0 Introduction 
2.0 Intended Learning Outcomes (ILOs) 
3.0 Main Content 
 3.1 Cyber Ethics and Incident Response 
 3.2 Ethical Principles in Incident Response Confidentiality: 
 3.3 Ethical Challenges in Incident Response 
 3.4 Case Studies and Real-World Examples  
4.0 Self-Assessment Exercise(s) 
5.0 Conclusion 
6.0 Summary 
7.0 References/Further Readings 
 

1.0 Introduction 
 
Welcome to Unit 5 of module 2, course on Upholding ethical considerations while 
handling incident response. This unit provides the understanding of ethical 
considerations that are crucial in incident response. It covers key aspects such as 
confidentiality, integrity, accountability, and compliance, ensuring a thorough 
approach to managing incidents in a responsible and ethical manner. 
 
 

2.0 Intended Learning Outcomes (ILOs)  
At the end of this unit, you will be able to: 

 Understand the importance of ethical considerations in incident response 
within cybersecurity. 

 Apply ethical principles to navigate challenges in incident response effectively. 

 Analyze real-world case studies to identify ethical implications and lessons 
learned. 

3.0 Main Content  
 

3.1 Cyber Ethics and Incident Response 
 

Importance of Ethical Considerations in Cybersecurity: 
Ethical considerations in cybersecurity are foundational to maintaining organizational 
trust, ensuring adherence to legal standards, and safeguarding the rights and privacy 
of individuals.  
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Overview of Incident Response: 
Incident response is a systematic approach to addressing and managing the aftermath 
of a security breach or cyberattack. The goal is to handle the situation in a way that 
limits damage and reduces recovery time and costs.  
Ethical considerations are pivotal across all stages, guiding decisions to uphold 
accountability, transparency, and ethical integrity. 
. 
 3.2 Ethical Principles in Incident Response 

Confidentiality: 
Protecting sensitive information stands as a cornerstone of incident response ethics. 
Responders must ensure that accessed data is strictly used for its intended purpose, 
safeguarded against unauthorized access, and compliant with privacy regulations.  
 
Integrity: 
Preserving the accuracy and reliability of data remains paramount throughout incident 
response efforts. Upholding data integrity involves preventing unauthorized 
modifications, ensuring the fidelity of digital records, and restoring affected systems to 
their pre-incident state. 
 
Availability: 
Maintaining the availability of critical systems and data is essential to minimize the 
impact of cybersecurity incidents. Ethical incident response prioritizes ensuring that 
essential services remain accessible to authorized users, thereby reducing downtime 
and mitigating disruptions to business operations. 
 
Accountability: 
Responsibility for actions taken during incident response is a cornerstone of ethical 
practice. Incident responders meticulously document their interventions, creating a 
transparent audit trail that facilitates post-incident analysis and improvement.  
 
Transparency: 
Clear and open communication is imperative throughout the incident response 
lifecycle. Stakeholders, including employees, customers, and regulatory agencies, 
must be promptly informed about the nature and scope of incidents, mitigation efforts 
underway, and potential implications.  
 
 In-Text Question: Why is maintaining the availability of critical systems and data 
important in incident response? 
 
Maintaining the availability of critical systems and data is essential to minimize the 
impact of cybersecurity incidents. It ensures that essential services remain accessible 
to authorized users, reducing downtime and mitigating disruptions to business 
operations. 
 
3.3 Ethical Challenges in Incident Response 

Privacy Concerns: 
Balancing the responsibility of conducting a thorough investigation with the privacy 
rights of individuals presents a significant ethical challenge in incident response. 
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Responders must meticulously navigate this balance, ensuring that investigative 
actions do not unnecessarily compromise personal privacy. Ethical considerations 
dictate minimizing the collection of data to only what is essential for the investigation 
and anonymizing data wherever feasible to protect individuals from unwarranted 
exposure. 
 
Data Handling: 
Ethical data handling practices are fundamental during incident response to maintain 
trust and comply with regulatory requirements. This encompasses the ethical 
collection, storage, and utilization of data to mitigate risks effectively. Cybersecurity 
personnels must strictly adhere to protocols ensuring data is accessed and utilized 
solely for the intended investigative purposes, safeguarding against leaks and 
unauthorized access that could exacerbate the impact of the incident. 
 
Decision-Making: 
Ethical dilemmas frequently arise in incident response, such as whether to acquiesce 
to ransomware demands. Responders face the ethical dilemma of balancing the 
immediate necessity of regaining access to critical data or systems against the 
potential long-term repercussions of funding criminal activities and perpetuating 
ransomware schemes. Ethical decision-making in such scenarios demands a 
thorough assessment of both immediate consequences and broader ethical 
implications, guided by organizational policies and legal frameworks. 
 
Reporting and Disclosure: 
Determining the appropriate timing and method of disclosing incidents to affected 
parties represents a pivotal ethical challenge in incident response. Ethical reporting 
necessitates timely, accurate, and comprehensive communication to affected 
individuals, stakeholders, and regulatory bodies.  
 
In-Text Question: What does ethical reporting require? 
 
Timely, accurate, and comprehensive communication to affected individuals, 
stakeholders, and regulatory bodies. 
 
 
3.4 Case Studies and Real-World Examples 
 
3.5 Real-World Examples and Case Studies 

I. Example 1 of Equifax Data Breach (2017) showed a Successful Upholding of 
Ethics 

1. Equifax Data Breach (2017) 
o Incident: Personal data of approximately 147 million people was 

exposed due to a vulnerability in Equifax’s system. 
o Ethical Response: 

 Equifax set up a dedicated website to provide information and support 
to affected individuals. 

 The company offered free credit monitoring and identity theft protection 
services. 
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 Equifax conducted an internal review and implemented extensive 
security improvements to prevent future breaches. 

II. Example 2 of 1. Yahoo Data Breaches (2013-2014) showed Ethical Lapses 
and Their Consequences 

1. Yahoo Data Breaches (2013-2014) 
o Incident: Two major data breaches exposed the personal information 

of all 3 billion Yahoo user accounts. 
o Unethical Response: 

 Yahoo delayed disclosing the breaches, with the 2013 breach 
not being revealed until 2016. 

o Consequences: 
 Yahoo’s reputation suffered, and the breaches impacted its valuation 

during its acquisition by Verizon. 
 The company faced multiple lawsuits and regulatory scrutiny, resulting 

in significant financial penalties. 

 Discussion 

 
We have seen that in responding to an incidence there are ethical 
considerations that cybersecurity professionals are faced with. 

  4.0 Self-Assessment Exercise(s) 
 
 

1. Ethical principles play a minimal role in incident response, primarily focusing on 
legal compliance. True or False 
 
Answer: False. Ethical principles are crucial in incident response, guiding 
decisions to protect privacy, maintain trust, and ensure responsible actions. 
 

2. Maintaining the ___________ of data and systems is essential in incident 
response to minimize disruptions and ensure authorized access. 
 
Answer: availability 

 
3. Why is transparency important in incident response? 
4.  

Answer: Transparency builds trust by keeping stakeholders informed about 
incidents, actions taken, and potential impacts, ensuring accountability and 
compliance. 

 
5. What are the ethical implications of delaying the disclosure of a data breach, as 

seen in the Target Data Breach case study? 
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Answer: Delayed disclosure can lead to loss of trust, legal repercussions, and 
increased harm to affected individuals, emphasizing the importance of timely and 
transparent communication. 
 

6. Incident response is only about technical procedures and does not involve ethical 
considerations. True/False 
Answer: False 

 

  5.0 Conclusion 
It is crucial to understand that Ethics is important in Incident Response and failure to 
apply it may compromise the trust and reputation of the organization with stakeholders, 
including customers, employees, and regulatory bodies. This may lead to legal and 
regulatory non-compliance, resulting in potential fines, penalties, or legal actions 
 

   6.0  Summary 
This unit explores the essential role of ethical considerations in incident response 
within cybersecurity. It emphasizes principles such as confidentiality, integrity, 
availability, accountability, and transparency throughout the incident lifecycle. Case 
studies illustrate the impact of ethical decision-making, highlighting the importance of 
aligning practices with legal requirements to maintain trust and protect sensitive 
information. 
 

  7.0 References/Further Readings 
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Tavani, H. T. (2013). Ethics and Technology: Controversies, Questions, and 
Strategies for Ethical Computing. Wiley 



69 
 

Unit 3:   Vulnerability Disclosure and Data Storage  

 
Contents 
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1.0 Introduction 
 
Welcome to Unit 5 of module two (2), course on Vulnerability Disclosure and Data 
Storage. This unit provides understanding of the ethical considerations involved in 
vulnerability disclosure and Data storage. It covers key aspects such as types of 
vulnerability disclosure, the process of vulnerability disclosure and data storage 
concepts. 
 
 

 2.0 Intended Learning Outcomes (ILOs)  
At the end of this unit, you will be able to: 

 Explain vulnerability disclosure 

 Higlight the different types of vulnerability disclosure 

 Identify the pro 

 Explain data storage concepts and the security considerations for different 
storage solutions. 
 

 

3.0 Main Content  
 

3.1  Introduction to Vulnerability Disclosure 
Vulnerability disclosure refers to the process of identifying, reporting, and addressing 
security flaws in software or hardware systems.  
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This practice is crucial in cybersecurity as it allows organizations to mitigate risks 
before malicious actors exploit these vulnerabilities. Effective vulnerability disclosure 
helps protect sensitive data, maintain the integrity of systems, and ensure compliance 
with regulations.  
The significance of vulnerability disclosure extends beyond merely pointing out flaws; 
it underscores the values of transparency, collaboration, and shared responsibility 
within the cybersecurity community. 
 
  
3.1.1 Types of Vulnerability Disclosure 
 
There are three main types of vulnerability disclosure: 
 
1. Responsible Disclosure: 
Responsible disclosure involves reporting vulnerabilities to the affected vendor 
privately, allowing them time to fix the issue before publicizing the vulnerability. This 
provides them with a grace period to develop and release patches to address the 
identified vulnerabilities before making the information public. This approach balances 
the need to protect users from potential harm while giving vendors the opportunity to 
address flaws without the risk of immediate exploitation. The benefits include improved 
security for users, enhanced trust between researchers and vendors, and minimized 
damage from potential attacks. 
 
2. Coordinated Disclosure: Maintaining the availability of critical systems and 
data is essential to minimize the impact of cybersecurity incidents. Ethical incident 
response prioritizes ensuring that essential services remain accessible to authorized 
users, thereby reducing downtime and mitigating disruptions to business operations. 
 
3. Full Disclosure: 

Full disclosure represents a more controversial approach to vulnerability disclosure, 
involving the immediate public announcement of a vulnerability without prior notice to 
the vendor. While full disclosure can lead to immediate awareness of the security issue 
thereby pressuring vendors to address issues quickly, it also carries the risk of 
exposing the vulnerability to exploitation before a patch or mitigation strategy is 
available. The main advantage is transparency, but it can lead to significant security 
risks if not managed properly  

 Full disclosure requires careful consideration of the potential consequences and 
ethical implications of sharing vulnerability details publicly. 
 
In-Text Question: What is the benefit of Responsible disclosure? 
 
The benefit of Responsible disclosure includes improved security for users, enhanced 
trust between researchers and vendors, and minimized damage from potential attacks. 
 
 
3.1.2 Vulnerability Disclosure Process 
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The vulnerability disclosure process is a structured and systematic approach to 
identifying, reporting, and addressing security vulnerabilities in software, hardware, or 
systems. This process typically involves the following key stages: 

1. Identification: 

This is the first stage of the vulnerability disclosure process involves the identification 
of security vulnerabilities. Security researchers, ethical hackers, or internal security 
teams may discover vulnerabilities through various methods such as vulnerability 
assessments, penetration testing, automated tools, code reviews, or bug hunting 
activities and ethical hacking. Once a potential vulnerability is identified, it is essential 
to validate and confirm its existence to ensure its credibility and potential impact on 
the organization's security posture.  

2. Reporting: 

After confirming the existence of a vulnerability, the next step in the disclosure process 
is reporting the findings to the responsible parties, such as the affected organization 
or vendor. The report should include detailed information about the vulnerability, 
including its nature, potential impact, affected systems or software versions, and a 
proof of concept demonstrating how the vulnerability can be exploited.  

3. Bug Bounty Programs: 

Bug bounty programs are incentivized initiatives implemented by organizations to 
encourage security researchers and ethical hackers to responsibly disclose 
vulnerabilities. These programs offer rewards, typically in the form of monetary 
compensation, recognition, or other incentives, for valid vulnerability submissions 

4. Guidelines: 

Adherence to established guidelines and standards is crucial for ensuring a consistent 
and effective approach to vulnerability disclosure. Organizations and security 
researchers can follow guidelines provided by reputable sources such as the 
Computer Emergency Readiness Team Coordination Center (CERT/CC), 
Frameworks such as ISO/IEC 29147 provide standardized guidelines for handling 
vulnerability disclosures.  

 
In-Text Question: What are bug bounty programs? 
 
Incentivized initiatives by organizations to encourage responsible disclosure of 
vulnerabilities. 
 
 

3.2  Data Storage 
 

Data storage is a critical aspect of cybersecurity, as it involves keeping information 
safe and accessible. Data storage involves data classification, different data storage 
technologies, security considerations, and data backup and recovery strategies. 
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3.2.1 Data Classification and Categorization 

 
Data classification is a fundamental process that involves organizing and categorizing 
data based on its sensitivity, value, and regulatory requirements. The process of data 
classification helps organizations manage and protect their data assets, mitigate risks, 
and ensure compliance with relevant regulations and industry standards. 
 
1. Sensitivity of Data: Sensitivity can be determined by the potential impact of 
unauthorized access or disclosure on the organization, individuals, or stakeholders. 
For example, personal identifiable information (PII), financial data, intellectual 
property, and trade secrets are often classified as sensitive data due to their potential 
value and the implications of unauthorized exposure or alteration. 
 
2. Value of Data: This involves understanding the significance and importance of data 
to the organization, its stakeholders, and the overall business operations. High-value 
data assets, such as business-critical systems, strategic plans, and proprietary 
research, may require enhanced security measures to protect their integrity, 
confidentiality, and availability. 
 
3. Regulatory Requirements: Various laws, regulations, and industry standards 
mandate specific security and privacy measures for certain types of data. For instance, 
personally identifiable information (PII) is subject to data protection regulations such 
as the General Data Protection Regulation (GDPR) in the European Union or the 
Health Insurance Portability and Accountability Act (HIPAA) in the United States.  
 
4. Security Controls and Policies: Once data has been classified according to its 
sensitivity, value, and regulatory requirements, organizations can apply appropriate 
security controls and policies to protect and manage the data effectively. This may 
include encryption, access controls, data loss prevention (DLP) mechanisms, secure 
storage solutions, user authentication mechanisms, and data retention policies tailored 
to the specific classification categories.  

 
    3.2.2 Data Storage Technologies 
1. Cloud Storage: Cloud storage involves storing data on remote servers 

accessed via the internet. This can be a public cloud, private or hybrid cloud 
storage. The benefits of clous storage are scalability, cost efficiency, 
accessibility etc. 

 

2. Databases: Databases are structured collections of data that are managed and 
stored electronically. There are different types of databases such as Relational 
Database (e.g. MySQL, PostgreSQL) and NoSQL Databases (e.g., MongoDB, 
Cassandra). The benefits of database storage are Data integrity, efficient data 
retrieval and scalability. 
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3.2.3 Security Considerations for Different Storage Solutions  
 

1. Encryption: Encryption is the process of converting data into a coded format to 

prevent unauthorized access. Encryption can be used to protects data at rest and data 

in transit. The two encryption methods are: Symmetric encryption which uses the same 

key for encrypting and decrypting (e.g. AES) and asymmetric encryption uses two keys 

public and private keys for encrypting and decrypting (e.g. RSA). 

2. Access Control: Access control involves regulating who can view or use resources 
in a computing environment. Implementing robust security measures ensures the 
protection of data from unauthorized access and breaches Access control methods 
include: 

Authentication: Verifying the identity of users before granting access. 

 Authorization: Determining what an authenticated user is allowed to do. 

 Role-Based Access Control (RBAC): Assigns access rights based on user roles 

within the organization. 

 
    3.2.4 Data Backup and Recovery Strategies 
Data backup is the process of copying data to ensure it can be recovered in case of 
loss or corruption. Recovery strategies involve restoring data to its original or usable 
state after an incident. 

 

 Discussion 

We have seen that vulnerability disclosure is crucial in cyber security, and how it is 
done determine can help reduce the risk of exploitation. Data storage should be done 
with security in place. 

 

  4.0 Self-Assessment Exercise(s) 
 
 

2. Vulnerabilities can lead to data breaches and system compromises. 
 True or False 
 
Answer: True 

 

2. What is the main advantage of responsible disclosure? 
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a) Immediate public awareness 
b) Pressure on vendors to act quickly 
c) Providing vendors with a grace period to fix issues 
d) Exposing vulnerabilities to potential attackers 

 
Answer: c. providing vendors with a grace period to fix issues 
 

3. Why is transparency important in incident response? 
 

4. The approach that involves immediate public announcement of a vulnerability 
without prior notice to the vendor is called ________.. 

 
Answer: Full Disclosure 
 

5.  Which of the following is a key benefit of coordinated disclosure? 
a) Transparency in disclosure mechanisms 
b) Immediate public awareness of vulnerabilities 
c) Enhanced trust between researchers and vendors 
d) Timely fixes through collaboration among stakeholder 

 
Answer: d. Timely fixes through collaboration among stakeholders 
 

6. What are the three main types of vulnerability disclosure mentioned in the text? 
 

Answer: The three main types of vulnerability disclosure are responsible 
disclosure, coordinated disclosure, and full disclosure.? 
 

7. Which of the following factors is considered in data classification? 
a) Sensitivity of data 
b) Value of data 
c) Regulatory requirements 
d) All of the above 
 
Answer: d. All of the above 
 
 
Delayed disclosure can lead to loss of trust, legal repercussions, and increased 
harm to affected individuals, emphasizing the importance of timely and 
transparent communication. 
 

7. Incident response is only about technical procedures and does not involve ethical 
considerations. True/False 
Answer: False 

 

  5.0 Conclusion 



75 
 

This unit has provided an introduction to the vulnerability disclosure and data 
storage, their processes involved, the classes of data and the various ways of 
protecting data. 
 

   6.0  Summary 
This unit explores the significance of vulnerability disclosure, the different ones and 
how they hel0p to address security flaws. How data is stored is essential in 
cybersecurity this involves data classification, various storage technologies, security 
measures, and backup strategies. 
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considerations and authors’ conflict of interest disclosure in medical journals in Iran. 
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Unit 4:  Ethical Challenges of the Use of Emerging Technologies  
 
Contents 
1.0 Introduction 
2.0 Intended Learning Outcomes (ILOs) 
3.0 Main Content 
 3.1 What is Emerging Technologies? 
 3.2 Ethical Challenges of use of Emerging Technologies. 
 3.3 Addressing the Challenges  
4.0 Self-Assessment Exercise(s) 
5.0 Conclusion 
6.0 Summary 
7.0 References/Further Readings 
 

  1.0 Introduction 
This unit will explore some of the most pressing ethical challenges associated with 
emerging technologies, including data privacy, algorithmic bias, and the potential for 
job displacement by automation. We will then delve into potential solutions, examining 
the importance of ethical frameworks. 
 

  2.0 Intended Learning Outcomes (ILOs)  
At the end of this unit, you will be able to; 
1: discuss some emerging technologies. 
3: Recognize some major challenges of emerging technologies. 
4: identify better understanding of how to address these challenges. 
 

  3.0 Main Content  
 

3.1 What is Emerging Technologies? 
Emerging technologies refer to new and innovative technologies that are still in the 
process of being developed, tested, and refined. They are often characterized by rapid 
change, high growth potential, and significant impact on various aspects of society. 
Emerging technologies are a category of advancements that stand at the forefront of 
innovation. Examples of Emerging Technologies: Artificial Intelligence (AI) and 
Machine Learning (ML), Internet of Things (IoT), Blockchain and Distributed Ledger 
Technology, Biometrics and Biotechnology, Quantum Computing, Virtual and 
Augmented Reality (VR/AR), 3D Printing and Additive Manufacturing, Robotics and 
Autonomous Systems, Nanotechnology etc. 
There's a duality to the concept of emerging technologies. On the one hand, they are 
often perceived as holding immense potential for progress. They can offer solutions to 
longstanding challenges in healthcare, energy production, communication, and 
countless other fields. Artificial intelligence, for instance, promises to revolutionize 
disease diagnosis and treatment, while advancements in renewable energy 
technologies have the potential to mitigate climate change.  
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However, the very novelty and rapid development of emerging technologies also 
presents a unique set of ethical challenges 
 
In-Text Question: State two examples of emerging technologies. constant values? 
 
Answer: Three Examples of Emerging Technologies: Artificial Intelligence (AI) and 
Machine Learning (ML) and Quantum Computing 
 

3.2 Ethical Challenges of the Use of Emerging Technologies 
 
Here are some major ethical challenges of emerging technologies; 
 
1. Privacy Concerns: this involves data collection and surveillance, potential for 
misuse of personal data or impact on individual autonomy and privacy. 
 
2. Bias and Discrimination: this caused by algorithmic bias and discrimination, 
perpetuation of existing social inequalities, or lack of transparency and accountability. 
 
3. Security and Cybersecurity Risks: this results from vulnerabilities to emerging 
technologies to cyber-attacks and data breaches, potential for technology to be used 
for malicious purposes. 

 
4. Transparency and Explainability: Difficulty in understanding complex emerging 
technologies, lack of transparency in decision-making processes, and need for 
accountability and trust poses transparency challenge. 
 
5. Human Impact and Job Displacement: these technologies are believed to have 
the potential for job displacement and economic disruption, Impact on mental and 
physical health 
 
In-Text Question: What are some privacy concerns associated with emerging 
technology? 
 
Answer: Privacy concerns associated with emerging technologies involves data 
collection and surveillance, potential for misuse of personal data or impact on 
individual autonomy and privacy. 
 

3.3 Addressing the Challenges 
 
it is essential to address the challenges emerging technologies to ensure they are 
developed and used responsibly, promoting a more inclusive and equitable society. 
Here are some strategies that can be implemented: 
 
i. Develop diverse and representative data sets: Ensuring diverse and representative 

data sets can help reduce bias. 
ii. Involve diverse stakeholders in development and decision-making: Involving 

diverse stakeholders can help ensure diverse perspectives. 
iii. Implement transparent and explainable AI: Implementing transparent and 

explainable AI can help ensure accountability. 
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iv. Implement robust data protection policies and regulations: Implementing robust 
data protection policies and regulations can help ensure privacy. 

v. Use privacy-by-design approaches in development: Using privacy-by-design 
approaches in development can help ensure privacy. 

 
It important to address ethical challenges associated with emerging technologies, to 
ensure that emerging technologies are developed and used in ways that promote 
social good, minimize harm, and respect individual rights and autonomy. 
 

  4.0 Self-Assessment Exercise(s) 
1. Addressing ethical challenges associated with emerging technologies is not 

necessary. True or False 
 

2. Answer: False (Addressing ethical challenges associated with emerging 
technologies is crucial to ensure that they are developed and used 
responsibly). 
 
 

3. Why is it important to address ethical challenges associated with emerging 
technologies? 

4.  
5. Answer: To ensure that emerging technologies are developed and used in 

ways that promote social good, minimize harm, and respect individual rights 
and autonomy. 

 

  5.0 Conclusion 
The ethical challenges posed by emerging technologies, including bias and 
discrimination and privacy concerns, require urgent attention and addressing. It is 
crucial that we prioritize ethical considerations and ensure that these technologies are 
aligned with human values and promote social good. 
 

   6.0  Summary 
In this unit, you have learnt the "Ethical Challenges of Emerging Technologies", 
specifically focusing on Bias and discrimination in emerging technologies, privacy 
concerns and data protection.  The importance of addressing these challenges is to 
ensure that emerging technologies are developed and used responsibly, promote 
social good, and minimize harm. 
 

7.0 References/Further Readings 
Dhirani, L. L., Mukhtiar, N., Chowdhry, B. S., & Newe, T. (2023). Ethical dilemmas and 

privacy issues in emerging technologies: A review. Sensors, 23(3), 1151. 
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Module 4: Cybersecurity Research and 
Development Ethics 

 
 

Module Introduction  

 
In this module, I will take you through the ethics in conducting research and 
development in cybersecurity. We will highlight the steps in adhering to ethical 
guidelines while conducting Research in cybersecurity. 
 
This module is classified into the following two (2) units: 
 
Unit 1: Application of Professional Ethics in Cybersecurity Research and 

Development (R &D) 
Unit 2: Procedure for adhering to Ethical Guidelines while conducting Research in 

Cybersecurity 
 
In each unit, I will explore a particular topic in detail and highlight self-assessment 
exercises at the end of the unit. Finally, I highlight resources for further reading at the 
end of each unit. 
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Unit 1:  Application of Professional Ethics in Cybersecurity 

Research and Development (R &D) 

 
Contents 
1.0 Introduction 
2.0 Intended Learning Outcomes (ILOs) 
3.0 Main Content 
 3.1 Ethical Issues in Cyber Security Research 
  3.1.1 Privacy and Confidentiality 
  3.1.2 Consent and Autonomy 
  3.1.3 Data Integrity and Accuracy 
  3.1.4 Dual-Use Research and Its Implications 
 3.2 Ethical Issues in Cybersecurity Development 
  3.2.1 Secure Design Principles 
  3.2.2 Vulnerability Disclosure 
  3.2.3 Ethical Hacking and Penetration Testing 
  3.2.4 AI and Machine Learning Ethics in Cybersecurity 
 
4.0 Self-Assessment Exercise(s) 
5.0 Conclusion 
6.0 Summary 
10.0 References/Further Readings 
 

  1.0 Introduction 
This unit explores the ethical principles and frameworks that guide cybersecurity 
research and development, analyzing case studies and developing skills to design and 
develop ethical cybersecurity solutions. It equips you with the knowledge and tools to 
make informed ethical decisions throughout the R&D process. 
 

  2.0 Intended Learning Outcomes (ILOs) 
By the end of this unit, you will understand how to ethics in cybersecurity research and 
development.  
 

  3.0 Main Content  
 
 

3.1 Ethical Issues in Cybersecurity Research 
 

3.1.1 Privacy and Confidentiality 
Privacy and confidentiality are fundamental ethical issues in cybersecurity research. 
Researchers must ensure that data is anonymized and protected by robust security 
measures to prevent breaches and misuse. Protecting privacy and confidentiality is 
crucial to maintaining trust between researchers and participants and upholding ethical 
standards in research.   
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3.1.2 Consent and Autonomy 

Consent and autonomy refer to the right of individuals to make informed decisions 
about their participation in research and the use of their data. Ethical cybersecurity 
research requires obtaining informed consent from participants, ensuring they fully 
understand the nature of the research, the data being collected, and how it will be 
used. Participants should have the autonomy to choose whether to participate without 
coercion and should be able to withdraw their consent at any time. This principle 
respects individuals' rights to control their own information and make decisions about 
their involvement in research. 
 

3.1.3 Data Integrity and Accuracy 
Data integrity and accuracy are critical ethical considerations in cybersecurity 
research. Ensuring the accuracy and reliability of data is essential for producing valid 
and trustworthy research findings. Researchers must implement rigorous data 
management practices to prevent data corruption, tampering, or loss. This includes 
using secure storage systems, regular data backups, and verification processes to 
maintain data integrity. 
 

3.1.4 Dual-Use Research and Its Implications 
Dual-use research refers to studies that have the potential to be used for both 
beneficial and harmful purposes. In cybersecurity, this might include developing tools 
or techniques that could improve security but also be exploited for malicious activities. 
Ethical considerations in dual-use research involve assessing the potential risks and 
benefits and implementing measures to minimize the misuse of research findings. 
Researchers must weigh the societal benefits of their work against the potential for 
harm and ensure that their research does not inadvertently contribute to cyber threats 
or vulnerabilities. 
 
 In-Text Question(s): Why are privacy and confidentiality important in cybersecurity 
research? 
 
Answer: Privacy and confidentiality are crucial to maintaining trust between 
researchers and participants and upholding ethical standards in research. 
  

3.2  Ethical Issues in Cybersecurity Development 

3.2.1 Secure Design Principles 
Secure design principles are essential to developing systems that are robust against 
attacks and unauthorized access. These principles include defense in depth, least 
privilege, and fail-safe defaults. Defense in depth involves implementing multiple 
layers of security controls to protect assets, while least privilege ensures that users 
and systems have only the access necessary to perform their functions. Fail-safe 
defaults mean that, in the event of a failure, the system should default to a secure 
state. Adhering to these principles helps prevent security breaches and ensures that 
security is built into the system from the design. 
 

3.2.2 Vulnerability Disclosure 
Vulnerability disclosure have been discussed extensively in unit three (3) of Module 3. 
Ethical considerations include balancing the need to protect users from potential 
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exploits against the risk of harm from disclosing vulnerabilities too early or too late. 
Developers and researchers must act responsibly to minimize harm while promoting 
the timely resolution of security issues. 
 

3.2.3 Ethical Hacking and Penetration Testing 
Check which volume discussed ethical hacking. Ethical hacking should be performed 
transparently, with a clear scope and objectives, to ensure it benefits the overall 
security posture without causing harm. 
 

3.2.4 AI and Machine Learning Ethics in Cybersecurity  
 
AI and machine learning are increasingly used in cybersecurity for tasks such as threat 
detection, risk assessment, and automated responses. Transparency is crucial, as the 
decision-making processes of AI systems must be understandable and explainable to 
users and stakeholders. Developers must ensure that AI systems are designed and 
deployed ethically, with safeguards to prevent misuse and mitigate bias. 
 
 
In-Text Question(s): What is the purpose of secure design principles? 
 
Answer: Secure design principles are essential for developing systems that are 
robust against attacks and unauthorized access. 
 
 

3.3 Application of Industry-Recognized Ethical Frameworks to 
Cybersecurity Research and Development 

Industry-recognized frame works such as IEEE global initiative on ethics of 
Autonomous and Intelligent Systems, NIST cybersecurity Framework, ISACA's 
cybersecurity framework, ENISA's cybersecurity framework and The ACM code of 
ethics were discussed in unit (2) module (2). Integrating these frameworks into 
cybersecurity research and development involves creating comprehensive ethical 
standards that draw from these frameworks and guidelines. A holistic approach 
ensures that cybersecurity practices not only address technical challenges but also 
uphold high ethical standards. By applying these ethical frameworks, cybersecurity 
professionals can make informed and principled decisions, protect individuals, and 
promote the greater good. 
 

3.4  Best Practices That Guide Ethical Cybersecurity Research and 
Development 

Cybersecurity research and development (R&D) plays a vital role in safeguarding our 
digital world. However, ethical considerations are paramount to ensure this research 
benefits society without causing harm. Some best practices that guide ethical 
cybersecurity R&D are: 
 
1. Informed Consent and Transparency: 
Participants in any research activity must be fully informed about the research goals, 
potential risks, and how their data will be used. Researchers should obtain informed 
consent, and be open about their methodology and findings, fostering trust and 
public understanding of their work. 
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2. Risk Assessment and Mitigation: 
Researchers should conduct a thorough risk assessment to identify potential harms to 
participants, systems, or data. Mitigation strategies must be put in place to minimize 
identified risks, such as anonymizing data or using simulated environments whenever 
possible. 
 
3. Collaboration and Open Communication: 
Collaboration promotes responsible disclosure of vulnerabilities, ensuring timely 
patching without compromising security. Open communication within research teams 
and with the broader cybersecurity community is crucial to share findings and avoid 
duplication of effort. 
 
4. Continuous Monitoring and Evaluation: 
Researchers should continuously monitor their projects to identify any unforeseen 
risks or unintended consequences. Regularly evaluating ethical practices ensures 
adherence to best practices and allows for adjustments if needed. 
 
5. Implementing Ethical Considerations in Cybersecurity R&D: 
Researchers should be trained in ethical considerations and the potential impact of 
their work to ensure responsible research conduct. Institutions and funding bodies of 
R&D should establish clear guidelines and promote ethical research practices. 
 

  4.0 Self-Assessment Exercise(s) 
1. What must researchers obtain from participants to respect their autonomy? 

a) Financial compensation 
b) Informed consent 
c) Personal data 
d) Anonymized data 
 
Answer: b) Informed consent 
 

2. Protecting privacy and confidentiality is not crucial to maintaining trust between 
researchers and participants. True or False 
 
Answer: False 
 

3. Dual-use research involves assessing the potential __________ and benefits 
 
Answer: risks 

4. What must developers and researchers do in vulnerability disclosure?? 
 

Answer 
Developers and researchers must act responsibly to minimize harm while 
promoting the timely resolution of security issues. 
 

5. What must developers ensure when designing AI systems for cybersecurity? 



85 
 

 
Answer 
Developers must ensure that AI systems are designed and deployed ethically, with 
safeguards to prevent misuse and mitigate bias. 

 

  5.0 Conclusion 
In this unit, I explored ethical issues inn cybersecurity research and development, and 
their impact on R&D. Ethical research practices ensure cybersecurity advancements 
benefit society without unintended harm. 
 
 

   6.0  Summary  
In this unit, you have learned ethical issues in cybersecurity research, ethical issues 
in cybersecurity development, application industry-recognized ethical frameworks to 
cybersecurity research and best practices that guide ethical cybersecurity research 
and development. 
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Unit 2:  Procedure for adhering to Ethical Guidelines while 
conducting Research in Cybersecurity 

 
Contents 
1.0 Introduction 
2.0 Intended Learning Outcomes (ILOs) 
3.0 Main Content 
 3.1 Procedures for Adhering to Ethical Guidelines While Conducting  

Research in Cybersecurity 
3.1.1 Informed Consent and Transparency 
3.1.2 Risk Assessment and Mitigation 
3.1.3 Collaboration and Open Communication 
3.1.4 Continuous Monitoring and Evaluation 
3.1.5 Implementing Ethical Considerations in Cybersecurity R&D 

4.0 Self-Assessment Exercise(s) 
5.0 Conclusion 
6.0 Summary 
7.0References/Further Readings 
 

  1.0 Introduction 
In unit 1, we explored the ethical issues in cybersecurity development and research 
(R&D), and best practices that guide ethical cybersecurity research and development. 
Here we explore the procedures for adhering to ethical guidelines while conducting 
research in cybersecurity.  
 

  2.0 Intended Learning Outcomes (ILOs)  
By the end of this unit, you will learn how to identify the procedures for adhering to 
ethical guidelines while conducting research in cybersecurity 

  3.0 Main Content  
 

3.1 Procedures for Adhering to Ethical Guidelines While Conducting 
Research in Cybersecurity 

 
Best practices that guide ethical cybersecurity research were discussed in unit one (1) 
of module four (4), the procedure for adhering to these guides explored. 
 

3.1.1 Informed Consent and Transparency 
Procedures for keeping research participants informed are:  

i. Identify and Document Data Collection: Clearly outline what data will be 
collected, how it will be used, and who will have access to it. 
 

ii. Communicate with Stakeholders: Provide clear, accessible information to 
individuals about data collection and usage practices. 
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iii. Obtain Explicit Consent: Ensure individuals give explicit, informed consent 
before their data is collected. 
 

iv. Maintain Transparency: Regularly update stakeholders on any changes in 
data practices and ensure ongoing transparency. 

 
3.1.2  Risk Assessment and Mitigation 

Procedures for risk assessment and mitigation are: 
i. Identify Potential Risks: Conduct a thorough analysis to identify potential 

risks associated with the technology or process. 
 

ii. Evaluate Impact: Assess the potential impact and likelihood of each identified 
risk. 
 

iii. Develop Mitigation Strategies: Create and implement strategies to mitigate 
identified risks, prioritizing those with the highest impact. 
 

iv. Monitor and Review: Continuously monitor the effectiveness of mitigation 
strategies and make adjustments as necessary. 

 
3.1.3  Collaboration and Open Communication 

 
i. Establish Clear Channels: Set up clear communication channels among all 

stakeholders, including team members, partners, and end-users. 
 

ii. Promote Collaborative Culture: Foster a culture of openness and 
collaboration, encouraging sharing of information and ideas. 
 

iii. Regular Updates and Meetings: Hold regular meetings and updates to 
ensure everyone is informed and aligned on goals and progress. 
 

iv. Address Concerns Promptly: Actively listen to and address any 
 

3.1.4 Continuous Monitoring and Evaluation 
i. Set Up Monitoring Systems: Implement systems to continuously monitor the 

performance and security of technologies and processes. 
 

ii. Collect and Analyze Data: Regularly collect and analyze data to identify any 
deviations from expected outcomes. 
 

iii. Evaluate Effectiveness: Periodically evaluate the effectiveness of processes 
and technologies against set objectives and standards. 
 

iv. Make Necessary Adjustments: Use evaluation results to make informed 
adjustments and improvements. 

 
 

3.1.5 Implementing Ethical Considerations in Cybersecurity R&D 
i. Define Ethical Guidelines: Establish clear ethical guidelines and standards 

for research and development activities. 
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ii. Integrate Ethics in Processes: Incorporate ethical considerations into all 

stages of the R&D process, from planning to implementation. 
 
iii. Conduct Ethical Reviews: Regularly perform ethical reviews and 

assessments of ongoing projects and technologies. 
 
iv. Engage with Ethical Experts: Collaborate with ethical experts to ensure 

comprehensive understanding and application of ethical principles. 
 
v. Promote Ethical Awareness: Educate and train team members on the 

importance of ethics in cybersecurity and ensure they understand the ethical 
guidelines in place. 

  

  4.0 Self-Assessment Exercise(s) 
1. Informed consent involves ensuring that individuals give explicit, informed 

consent before their data is collected. True/False 
 
Answer: True. 
 

2. What is a key step in risk assessment and mitigation? 
A) Identifying potential risks. 
B) Evaluating impact. 
C) Developing mitigation strategies. 
D) Monitoring and reviewing effectiveness. 
 
Answer: A) Identifying potential risks. 
 

3. In order to identify and document Data Collection, it is required to  clearly outline 
what data will be collected, how it will be used, and who will have ___ to it. 
 
Answer: Access 
 

 
4. How should researchers communicate with stakeholders? 

 
Answer: How should researchers communicate with stakeholders? 

 
5. What is required before collecting individuals' data?  
6.  

Answer: Obtain explicit, informed consent from the individuals. 
 

 

  5.0 Conclusion 
In this unit, I explored procedures in for adhering to ethical guidelines when conducting 
research in cybersecurity by highlighting the steps that should be taken. 
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   6.0  Summary 
In this unit, you have the steps to follow so you can adhere to the procedures for 
ethically conducting research in cybersecurity. 
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